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CARA 

Re below MY COMMENTS IN RED CAPS- LET ME KNOW HOW YOU WANT TO RESPOND. 

Still a couple comments, and Josh has not read the documents yet, so he may have additional ones: 

Your introduction sentence in paragraph 1.4 is quite weak. The word 'appears' could infer that it does not have expected elements in place, and coupled with the 
areas for improvement in section 1.5, the overall feeling of that executive summary is really that we do not have a very good framework. Can you please take 
that word out. We either have those elements that you describe or not. 

1.4 Based on documentation reviewed, Crown appears to have a risk management prog ram which has many of the expected foundational elements in 
place. This includes: 

REMOVE WORD APPEARS 

Could you also please make an overall statement on the risk management program; something like 'The risk management framework that has been rolled out for 
the past 18 months, combined with some of the proposed enhancement proposed in this review, is appropriate for the business.' Again, at this stage, the 
executive summary reads like it is not the case. From our discussions, I thought you believed it had room for maturity, but was mostly there, this does not come 
through. 

THIS IS A TOUGH ONE CARA, CAN WE REALLY SAY THE RISK MANAGEMENT FRAMEWORK IS APPROPRIATE TO THE BUSINESS. WE HAVE NOT OPINED 
ON THE EFFECTIVENESS OF THE FRAMEWORK (THAT WAS OUT OF SCOPE SO DIFFICULT TO SAY IT IS APPROPRIATE- BUT IT DOES CONTAIN THE KEY 

ELEMENTS OF WHAT WOULD BE EXPECTED IN A RISK MANAGEMENT FRAMEWORK. 

The VCGLR recommendation specifically calls out 'reporting lines and chain of command'. Could you please add a comment to that effect (using those words) in 
1.4? 

CURRENT WORDING 

A risk management framework which sets out the key elements of Crown's risk management program, including overall governance, roles and 
responsibilities, risk identification and assessment methodology, risk appetite and the risk reporting process; 

RECOMMENDED CHANGE 

A risk management framework which sets out the key elements of Crown's risk management program, including overall governance (reporting lines and chain of 
command) , roles and responsibilities, risk identification and assessment methodology, risk appetite and the risk reporting process; 

In the detail findings, item 2.3.b - I thought you were going to take that recommendation out? When we discussed the document, I thought we agreed that in most 

similar documents, this section would not even exist, but that at this stage in the maturity of it (since this is the first one), I needed to articulate for the board the 
difference between a risk and an issue. This is not meant to articulate the issues management process, as the range of issues we face on a day lo day basis is 
too complex to simply describe in a document like this one. The purpose of this section is simply to educate - it will go in a couple iterations. 

CURRENT 

a) Risk Materialisation 

The draft RMS ($6.4) referring to situations "When a risk materialises" would benefit from greater clarity. In reality risks materialise every day as a part of doing 

business. As long as they are within approved risk appetite (acceptable tolerances) then no fur ther action is required. 
This section could be renamed "Escalation of Risk Appetite Breaches" rather than "When a risk materializes". It cou ld provide greater clarity o n the Governance 
p rocesses around the management and reporting of risk appetite and t riggers. 
Recommendation: This section be reviewed to provide greater clarity on what is meant by materialisation of risk. This may consider : 

How quick ly after a breach of risk appetite should the approving authority be informed? This could range from immediate escalation to the line manager 
to a longer period for RMC and the Board . 

A description of the nature of the breach, how it happened, and what mitigating actions have been done to bring the risk back within risk appetite 

What lessons have been learned, additional training given or policies or processes changed to prevent a recurrence? 

IM NOT SURE ABOUT THIS ONE, WE COULD DO AS ANNE SUGGESTS BUT OUR MAIN OBSERVATION IS AROUND RISK ESCALATION .. PERHAPS CHANGE IT 
TO SOMETHING LIKE THE FOLLOWING 

b) Esulation of Risk Breaches 



DTT.004.0001.1925_0001 

The draft RMS would benefit from greater clarity on the process for "Escalation of Risk Appetite Breaches• . 

Recommendation : Greater clarity be provided on the Governance processes around the management and reporting of risk appetite and triggers. This section be 

reviewed to provide greater clarity on what is meant by materialisation of risk. This may consider: 

How quickly after a breach of risk appetite should the approving authority be informed? This could rnnge from immediate escalation to the line manager to a longer 
period for RMC and the Board. 

A description of the nature of the breach, how it happened, and what m~igating actions ha11e been done to bring the risk back within risk appetite 

What lessons have been learned. additional training given or poi cies or processes changed to pre11ent a recurrence? 

In the end, you chose not to remove the references to a RAS per material risk (2.1.4) . I don't think this recommendation will be implemented a Crown, even at a later 
stage, and I don' t know of any of my peers in other casinos who would (or intent to) have that in place either. Not sure about its relevance in our sector 

CURRENT Section of 2.1.4 
A characteristic of a mature ri sk appetite framework is t hat all material risks have an associated risk tol erance (risk appetite statemer\t.Jbile material risks 

facing Crown are recorded in the Corporate Risk profile they do not have their own risk appetite statement or associated quantitative metric that supports monitoring, 
reporting and tho development of controls and processes to manage thorn. 

Recommendation: As the risk management program matures, having a RAS for all material risks shou ld be considered. 

MY PERSONAL OPINION IS THAT A MATURE AND EFFECTICE RMF HAS RAS FOR ALL MATERIAL RISKS. THIS IS RELEVANT TO RISK MANAGEMENT AND 
AGNOSTIC TO INDUSTRY SECTOR. THIS MAY BE SETTING THE BAR TOO HIGH FOR CROWN - BUT I THINBK THIS IS SOMETHING CROWN COULD ASPIRE 
TOO, NOTE WE DO SAY : As the risk management program matures, having a RAS fo r all material risks should be considered 

IM OK WITH THIS,. YOU? 

Ken Mcl ay 
Director I Risk Advisory FSI 
SS 
D: 

Detoith . 
Please consider the environment before printing. 

; Hartnett, Cara 
C c: Joshua Preston 
Subject: [EXT]RE: Final Repor1s 

Hi Ken, 

Still a couple comments, and Josh has not read the documents yet, so he may have additional ones: 
Your introduction sentence in paragraph 1.4 is quite weak. The word 'appears· could infer that il does not have expected elements in place, and coupled with the 
areas for improvement in section 1.5, the overall feeling of that executive summary is really that we do not have a very good framework. Can you please take 

that word oul. We eilher have those elements that you describe or not. 
Could you also please make an overall statement on the r isk management pr09ram; something like 'The risk management framework that has been rolled out for 
the past 18 monlhs, combined with some of the proposed enhancement proposed in this review, is appropriate for the business.' Again, at this stage, the 
executive summary reads like it is not the case. From our discussions, I thought you believed it had room for maturity, but was mostly there, this does not come 
lhrough. 

The VCGLR recommendation specifically calls out 'reporting lines and chain of command'. Could you please add a comment to that effect (using those words) in 

1.4? 
In the detail findings, i tem 2.3.b - I thought you were going to take that recommendation out? When we discussed the document, I thought we agreed that in most 
similar documents, this section would not even exist, but that at this stage in the maturity of It (since this is the first one), I needed to artlculate for the board the 
difference between a risk and an issue . This is not meant lo articu late the issues management process, as the range of issues we fsce on a day to day basis is 

too complex lo simply describe in a document like this one. The purpose of this section is simply to educate - it will go in a couple iterations. 
In the end, you chose not to remove the references to a RAS per material risk (2.1.4). I don't think this recommendation will be implemented a Crown, even at a 

later stage, and I don't know of any of my peers in other casinos who would (or intent to) have that in place either. Not sure about its relevance in our sector. 

Could you please get back lo me quickly with comments? 

Thank you, 
Anne 

F rom: Mclay, Ken 
Sent: Tuesday, 14 May 2019 3:21 PM 

To: Anne Siegers 

Subject: Final Reports 

Hi Anne, Please refer attached Still marked as DRAFT pending your final review and feedback 
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Ken Mclay 
D ir E!ctor I Risk Advisory FSI 

Deloitte. 
Please consider the environment before printing. 

This e-mail and any attacluuents to it are confidential. You must not use, disclose or act on the e-mail if you are not the intended recipient. If you have received this 
e-mail in error, please let us know by conracting tl1e sender and deleting the original e-mail. Liability limited by a scheme approved under Professional Standards 
Legislation. Deloitte refers to a Deloitte member finn, oneofits related entities, or Oeloitte Touche Tohmatsu Lim.ited(''DITL'). Each Deloitte member Jinn isa 
separate legal entity and a memberofDTTL. DTTL does not provide services to clients. Please see www.delo~le.com'aboul to learn more. Notliing in tlus e- mail, 
nor any re Jared attaclunents or co1runwtications or services, have ariy capacity to bind any other entity wider the 'Deloitte' nelwork of member finns (including 
those operating in Australia). 
NOTICE: Iii.is email and any attaclunents are confidential and may be legally privileged. If you are not die intended recipient, please advise us immediately by 
return email and then delete both emails (you must not use or disclose tl1e contents). Crown believes, but does not warrant, that tltis email and any attachments are 
virus free. You are responsible for checking for viruses. Crown may monitor emails through its networks. Crown is not responsible for any content that is of a 
personal nature. Crown handles personal infonnation in accordance with applicable privacy policies available at the Crown Melbourne, Crown Pert11 or Crown 
Resorts web sites. 


