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Current phases; completed and future component testing status
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Phase 1 — Delivered, Validated April 6t

Phase 2 — Delivered by May 17t

Extended Scope (Pending SteerCo Direction)

Objective Status Objective Status Objective Status
MasterCard Digital Identify; Consider advantages concerning wallet and
e 5 OCRLabs; Verify Australian drivers license and passport, and confirm that ¢
Digital Identity i VI . ! PRsSROLY ' Validated | NO CHANGE n/a | other Crownsystems
the customer is present by taking a selfie
DAON; Compare the functionality of current KYC service
Rewards Account Ownership; Confirm active Rewards account to proceed Member Identification; Consider using existing functionality to transmit
CrownConnect; Link to Rewards account using API’s made accessible by with eWallet account creation using customer Rewards password member card number via NFC
Account Creation e DI t | Gat N Validated
eLrown:Dignalcateway STOP Codes; Block eWallet account creation or disable purchases if Member Rewards; Consider displaying and generating Crown Rewards
eWallet account already exists points within the eWallet
ik Eunding Solirce Debit Card; Access customer card to transfer funds to the wallet and Vaiidted Other Cards; Block other card types on fink attempt Bank Account Validation Service; Consider third-party service that
determine other cards types are blocked Nominal Amount; Confirm ownership with a small transaction, e.g. $0.20 confirms account ownership as account names can vary
Debit Card; Access customer card to transfer funds to the wallet and 3 eWallet PayID (NPP); Creation of unique customer eWallet PayID to allow
Transfer Funds ; Validated
determine other cards types are blocked a customer to push funds to the eWallet
Purchase Chips with QR Code; Display dynamically generated code on ~
= s R Pl : Validated | NO CHANGE N/A
Table Games dedicated terminal following VMECo specifications for fraud prevention o /
IGT Resorts Wallet; EZPay access, and integration to EGM/ETG via NFC
Gaming Machines UNAVAILABLE FOR TESTING N/A TBD
ECASH; TiTo access ecosystem via Ticket Redemption Terminals via NFC
Virtual MasterCard on Dedicated Terminal; ApplePay / GooglePay via NFC | Validated
Non-Gaming NO CHANGE N/A
Virtual MasterCard on POS Terminal; ApplePay / GooglePay via NFC Validated
Bank Account; Australian bank accounts
Withdrawal NOT IN TEST SCOPE N/A Customer PayID (NPP); Push funds from the eWallet to the customer PaylD Bank Account Validation Service; Consider third-party service that
confirms account ownership as account names can vary
Nominal Amount; Confirm ownership with a small transaction, e.g. $0.20
Break-in-Play; Single QR Code transaction every 5 minutes Validated | Global Transfer Limit; Maximum 24-hour funds transfer
Responsible Gaming Customer Limits; 24-hour purchase limit to $999,999.99 change blocked ik Global Purchase Limit; Maximum 24-hour chip purchase YourPlay; Identify technical implications
for 24-hours Global Withdrawal Limit; Maximum 24-hour withdrawal
Administer and Configure; Conduct end-of-day and financial activities Validated
Administration NO CHANGE N/A
Monitor; Monitor real-time wallet activities Validated




