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FC&C Change Program - People

To drive the evolution of the financial crime and compliance functions at Crown, additional capacity and capability is required. Additionally, the structure of the
existing teams must be changed in order to focus resources and expertise on specific outcomes. While a number of new resources are required, other resources
will be shifted from the existing teams to the new teams to create greater efficiencies. The proposed structure is depicted on the following slide, with the
aggregate numbers and associated costs listed on slide 14. Specifically, the new structure contemplates the following:

A dedicated Financial Crime Risk team focused on building and maintaining the financial crime program, providing advice and training to the business,
establishing and maintaining risk methodologies and assessments and developing intelligence and criminal typologies to improve the detection and
reporting of financial crime. Six existing team members will be supplemented by 14 new FTE for a total of 20 FTE. For further detail, see slide 32.

Financial
Crime Risk

Maintaining the existing Compliance and Regulatory Affairs team, with an additional four FTE to support the existing functions of the team, allowing the
Compliance senior team members to focus on regulatory engagement and relationship-building. With five current members of the Compliance team shifted to other
& Reg Affairs teams, the result will be a reduction in the Compliance team by 1 FTE for a total of 35 FTE (this includes 14 FTE in the London team which will remain
unchanged). For further detail, see slide 33.

Introducing a new FC&C Operations team to support both the Financial Crime Risk and Compliance and Regulatory Affairs teams by bringing together
and growing the existing financial crime operations team, the existing third party requests team (currently under the Compliance team) and introducing a
new Know Your Customer (KYC) team. Building on 14 existing FTE, this team will be supplemented by 16 FTE for a total of 30 FTE, with the additional
FTE largely focused on expanding the financial crime investigations function to manage significantly increased alert volumes and customer due diligence.
For further detail, see slide 34.

Introducing a new FC&C Assurance team to support the Financial Crime Risk, Compliance and Regulatory Affairs, and Responsible Gaming teams. This
team will focus on a material gap in Crown’s approach to managing financial crime and compliance risk by providing assurance, testing and deficiency
management. 12 new FTE will supplement the existing four FTE for a total of 16 FTE. For further detail, see slide 35.

FC&C
Assurance

Introducing a new FC&C Solutions team to support the Financial Crime Risk, Compliance and Regulatory Affairs, and Responsible Gaming teams. This
team will support the other teams through a shared data analytics function, technology oversight and evergreen technology improvement and change
management and communication. Nine FTE will join the existing one FTE on this team for a total of ten FTE. For further detail, see slide 36.

FC&C

Solutions

Note that this proposal contemplates growth only for the Financial Crime and Compliance functions. Certain elements of the FC&C Change Program will be
dependent on other groups within Crown having sufficient resources to support all of the proposed changes. | am informed by Ben Briggs, Group GM
Procurement and Supply, that two additional resources may be required, and | anticipate that Technology will also require additional resources to support the
proposed changes.
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FC&C Change Program — Assurance and Training

Assurance

In accordance with Crown’s Risk Management Framework, Crown employs a three lines of defence model to manage risk. The first line of defence
is represented by the business and the operations teams that support the business. The second line of defence includes Compliance, Financial
Crime, Risk Management, Legal, Finance and other support functions. The third line of defence is Internal Audit. For the three lines of defence
model to be effective, each line must perform some form of assurance.

The second line of defence must apply risk-based assurance to assess and test compliance with policy and program obligations across Crown in
respect of compliance, financial crime and responsible gaming. Where issues are identified, the second line must then apply deficiency
management to ensure that those issues are addressed in a timely and effective manner. As Crown does not currently have a second line
assurance function, one is proposed under the FC&C Change Program. Details of the specific team contemplated can be found in slide 35.

' l Training

Crown’s financial crime training program has progressed considerably in the last year and half. All employees are required to take financial crime
training and some targeted training has been delivered to specific high risk employee teams. To further advance the effectiveness of our training, the
FC&C Change Program will place a greater focus on financial crime outcomes by tying Crown'’s efforts in detecting and reporting potential financial
crime to protecting those most vulnerable in our society. Additional and well documented targeted training will be delivered to high risk employee
groups and senior management and Board training will be annualised.

Beginning in the fourth quarter of 2021, Crown will run an annual Board-sponsored financial crime and compliance awareness initiative where
employees will be engaged in a number of ways to increase overall awareness of financial crime and the role Crown plays in detecting, deterring and
disrupting financial crime.
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FC&C Change Program — Roles and Responsibilities

@ RACI

As mentioned in the previous slide, Crown employs a three lines of defence model to manage risk. Currently, there is very little clarity around which
line of defence is responsible for what activity and, more specifically, who is accountable and responsible for obligations that arise under our
compliance policies and our financial crime program. As an early step in the FC&C Change Program, a RACI (Responsible, Accountable, Consult,
Inform) matrix will be developed to map compliance and financial crime obligations to each line of defence and each accountable executive to provide
greater clarity to all on roles and responsibilities. This needs to be coupled with updates to Crown’s risk register to track performance against those
obligations.

Key Performance Objectives

To drive cultural change around financial crime and compliance, each employee should have key performance objectives (KPOs) related to their
compliance and financial crime obligations. Currently, Crown has a generic KPO related to compliance, but nothing addressing financial crime
obligations or objectives. Additionally, the generic compliance KPO was introduced in late 2019, so may not have been incorporated into employee
performance plans prior to the onset of the COVID-19 pandemic and the stand-down of most employees.

The FC&C Change Program will propose new KPOs covering compliance, financial crime and responsible gaming for all employees, with specific
targets established for executives. Additionally, all Position Descriptions will be revisited to ensure the inclusion of appropriate narrative regarding
compliance, financial crime and responsible gaming.
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FC&C Change Program — Controls

The FC&C Change Program will deliver a number of control uplifts to address ML/TF vulnerabilities. A summary of these control categories and key
outcomes is outlined below:

. KYC and risk assessment: enhanced collection of customer information through electronic Document Verification Service (eDVS) checks,
capturing of occupation codes and citizenship information and changes to PEP classifications to enable end-to-end eKYC. This informs a
comprehensive jurisdiction risk assessment and customer risk assessment methodology to be executed as part of the EWRA.

) Peer-to-peer gaming: Crown to implement peer-to-peer poker controls to reduce the risk of Crown inadvertently facilitating ML/TF through
customer collusion and/or intentional losing.

° Gaming systems: system changes which enforce ‘carded’ play (and therefore, customer identification) via reduced cash thresholds across
EGMs/eTGs/TGs, changes to information captured on TITOs, capturing of buy-in information for carded play on EGMs and introduction of
credit meter limits on EGMs/eTGs. This enables implementation of enhanced Transaction Monitoring (TM) rules across customer gaming
activity.

) Financial services/Cage: updates to policies and procedures and TM rules related to cash aggregation (e.g. when customer data should be
captured) to prevent and detect structuring, updates to the return of funds policy to prevent deposit accounts/Reward Cards being used as
bank accounts, removing safe deposit boxes, implementing ‘colouring up’ restrictions and enhanced Patron Account controls.

° Employee: ensuring employees in high ML/TF risk roles understand and comply with their financial crime obligations, thereby reducing the
risk of Crown employees inadvertently facilitating ML/TF through their interactions with customers (e.g. grooming).

A high level controls uplift roadmap can be found on slides 29 and 30.

A detailed mapping of current and planned controls to ML/TF vulnerabilities is provided in the Appendix on slides 37 to 41.
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Crown currently has well developed property-centric security and surveillance capabilities in each of its Australian casinos and Aspinalls in the UK. The
security and surveillance functions in each of the properties are conducted as essentially ‘stand alone’ business units with high level operationally
focussed business discussions held between the heads of the Australian based properties each month. These discussions are supplemented by ad hoc
conversations regarding operational issues on a regular basis. Despite this contact, significant differences exist in the way the security and surveillance
operations are conducted in each of the properties. Introducing a centralised management structure for security and surveillance would have many

benefits, including consistent:

Policies and procedures

Recruitment and training processes

Use and maintenance of technology
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Data collection and usage
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Law enforcement engagement (including MOUs)
Reporting

Investigative processes

Management of banned and excluded patrons

Communications

Centralising surveillance and security also has material benefits for Crown’s approach to both financial crime, compliance and responsible gaming.

Surveillance, in particular, is key to Crown’s financial crime investigations and provides Crown a comparative advantage to other reporting entities with
respect to regulatory reporting and our relationship with AUSTRAC and the state regulators.

The FC&C Change Program proposes the creation of a new role of Chief Security Officer (CSQO), to whom the Heads of Security & Surveillance (S&S)
for each property would report. The Heads of S&S would retain dotted line reporting into the respective property CEOs given the operational nature of
the onsite security functions. The CSO would report directly to the CCFCO to maximise the potential of a centralised surveillance and security function
aligned with our financial crime functions. Other than the creation of the CSO role and the repointing described above, no further changes are proposed
to the S&S team at this point. This change would bring Crown in line with its peers in the casino industry, including Wynn, Sands and the Macau

casinos.
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