Agenda
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Meeting: Crown Melbourne | Executive Risk and Compliance Committee

Date:

Time:

Tuesday, 26 May 2020

Meeting on the Documents

Venue: Meeting on the Documents

Private & Confidential

Chairman: Joshua Preston (Chief Legal Officer — Australian Resorts)

Attendees: Barry Felstead (Chief Executive Officer — Australian Resorts)

Xavier Walsh (Chief Operating Officer)

Peter Crinis (Chief Operating Officer — Hotels, Retail & F&B Melbourne)
Nicolas Emery (Chief Marketing Officer — Australian Resorts)

Tim Barnett (Executive General Manager — Table Games)

Mark McKay (Executive General Manager — Gaming Machines)

Andre Ong (Group Chief Information Officer — Crown Resorts)

Alicia Gleeson (Executive General Manager — Human Resources)

Enda Cunningham (Executive General Manager — Food & Beverage)
Michelle Fielding (Committee Executive Officer / Group General Manager
Regulatory & Compliance)

Anne Siegers (Group General Manager Risk & Audit)

Invitees: Ken Barton (Chief Financial Officer & CEO Crown Digital — Crown Resorts)

Mary Manos (General Counsel and Company Secretary - Crown Resorts)
Alan McGregor (Chief Financial Officer — Crown Resorts)

Apologies: Nil
1.  Confirmation of Minutes — 24 January 2020
2. Business Arising (All)
3. Internal Audit (AS)
3.1 Internal Audit Report
3.2 Internal Audit Charter — Annual Review
4. Fraud Update (AS)
5. Risk Update (AS)

5.1 Material Risk Update

5.2 Risk Management Strategy — Annual Review
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53 Emerging Risks (No Paper)

6. Compliance & Regulatory Update (JP/MF) (Subject to Legal Professional Privilege)
6.1 Compliance & Regulatory Update
6.2 Section 25 Recommendations

6.3 VCGLR Risk Based Approach (deferred to next meeting)

7. Litigation Update (JP) (Subject to Legal Professional Privilege)

8.  AML/CTF Update (JP) (Subject to “Part Il Secrecy & Access” AML & CTF Act)

9. Health, Safety & Wellbeing Update (JP/AM) (Subject to Legal Professional Privilege)

10. Responsible Service Update (JP)
10.1  Responsible Gaming

10.2  Responsible Service of Alcohol

11.  Other Business

11.1 Government Relations
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Executive Risk and Compliance Committee - Minutes

Committee Name: Executive Risk and Compliance Committee Meeting
Date Held: Friday, 24 January 2020
Commencement Time: 15:00 AEDT

Present: Joshua Preston (Chairman/Chief Legal Officer — Australian Resorts)
Barry Felstead (Chief Executive Officer — Australian Resorts)
Xavier Walsh (Chief Operating Officer)
Alicia Gleeson (Executive General Manager — Human Resources) (by phone)
Enda Cunningham (Executive General Manager — Food and Beverage)
Michelle Fielding (Committee Executive Officer/Group General Manager —
Regulatory and Compliance)
Anne Siegers (Group General Manager — Risk and Audit) (by phone)

Apologies: Sean Knights (Executive General Manager — Table Games, Crown Sydney)
Tim Barnett (Executive General Manager — Table Games)
Mark Mackay (Executive General Manager — Gaming Machines)
Mark Holmes (Executive General Manager — Food and Beverage, Crown Sydney)
Alan McGregor (Chief Financial Officer — Australian Resorts)
Peter Crinis (Chief Operating Officer — Hotels, Retail & F&B Melbourne)
Nicolas Emery (Chief Marketing Officer — Crown Resorts)
Andre Ong (Group Chief Information Officer — Crown Resorts)

Business Action Due Date

1. Confirmation of Minutes

The members confirmed the Minutes of the Executive Risk and
Compliance Committee (Committee) Meeting dated 13
November 2019.

2. Business Arising

Mr Walsh provided an update on the status of whether Crown
will proceed with having PSOs. A discussion with the Shadow
Police Minister was favourable, however the issue of cost
remains to be resolved. Crown has offered to bear the costs;
however, this wasn’t accepted. This item is now closed.

Mr Barton had queried who would action the Crown Foundation
audit findings. This was actioned by Lauren Harris. This item is
now closed.

Mrs Siegers undertook to more precisely describe the scope of
the audits. This was completed with an update of the title of the
Crown Rewards — Lifestyle audit. This item is now closed.

Mr McGregor raised the need for the Risk Appetite Dashboard to
be adjusted to reflect that it will surpass the >$10M trigger for
VIP EBITDA loss. The Risk Appetite Dashboard was updated and
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Mrs Siegers noted the likelihood of triggering the reportable
threshold to the Audit Committee and Risk Management
Committee. This item is now closed.

Mr McGregor requested an update on Crown’s ongoing review
of employee hours worked and pay, in light of recent issues with
Woolworths and a number of restaurants. Mrs Siegers
highlighted Crown’s review to the Risk Management Committee.
This item will continue to be monitored.

The Group General Manager AML agreed to undertake a brief
presentation to the Compliance Officers at the next Compliance
Committee Meeting, which was undertaken. This item is now
closed.

CFO

Annual Review of ERCC Charter

The Committee resolved to adopt the Charter. Mr Felstead
asked that a report be included in future ERCC papers, providing
an update on stakeholder relationships — to be prepared by Chris
Reilly.

GGM-R&C

4.1

4.2

Internal Audit
Internal Audit Report

Mrs Siegers spoke to the progress against the internal audit plan
in the papers.

There were no further comments raised by the Committee in
respect of the Internal Audit Report and the paper was otherwise
“taken as read”.

Status of Internal Audit Recommendations

Mr Walsh noted that the table at item 2.4 recorded two Process
Improvement Opportunities (PIO) as outstanding for 13-24
months and said it would assist to know what these were.

Mrs Siegers replied that the specific PIOs were in relation to the
review of the Complimentaries Policy and the consolidation of
the legal advice provided for visas across both properties.

The long outstanding recommendation is with regards to the use
of Dropbox. Mr Ong informed the Committee that Dropbox
could not be turned off as it would impact operations, however,
his team had visibility over it and its use continues to be
monitored.

Mr Walsh queried whether the infectious disease audit was a
review of Crown’s processes in case there was an outbreak, Mrs
Siegers confirmed that this was correct.

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE
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There were no further comments raised by the Committee in
respect of the Status of Internal Audit Recommendations and the
paper was otherwise “taken as read”.

5. Fraud Update

The Chairman highlighted to the Committee a hotel fraud matter
as well as the increase in chip thefts. Mr Walsh noted that the
man responsible for two of the chip theft incidents was detected
by the Facial Recognition System and was arrested by Security
and held until the police arrived and took custody of him.

A second chip thief jumped the glass railing at Tia To Restaurant
(at significant height), wearing only thongs on his feet and fled.

A third chip thief reached into the float and took chips, the
dealer said he didn’t react from shock (he was decoded from
premium areas and received counselling). The woman was also
later identified and Crown was able to recover $25,000 of the
$30,000 she stole.

A parking validation staff fraud issue was also highlighted, as was
the matter of a staff member who changed the ID of a patron
she knew was not the person in the system.

A further matter involving a licensed staff member accepting a
tip of $1,000, which was passed from two F&B staff, was
highlighted. The two F&B staff members have had their
employment terminated and the licensed staff member will be
spoken to upon their return from leave.

6. Risk Update
6.1 Material Risk Update

The Chairman spoke to the developing Dinner by Heston matter.
Crown now has a letter from the liquidator stating that they
intend to continue to trade at this stage. The Chairman said that
Crown is currently seeking external legal advices advice on the
matter. Mr Cunningham noted that Dinner have written to all of
Heston’s staff saying that it is business as usual. Mrs Siegers
queried whether Dinner is currently operating at a loss and the
Chairman said that they are currently able to cover their
expenses.

Mrs Siegers noted to the Committee that the Australian Banking
Association (ABA) has released a Consultation Paper, seeking
feedback on the use of credit cards for gambling. The use of
credit cards in connection with gambling is already unlawful at
the casino, however Crown is concerned that a blocking of its
merchant code for credit card use may have unintended

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE
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consequences for the hotels and food and beverage outlets etc.
Crown is reviewing the Consultation Paper and will consider
whether it makes a submission or not.

The ILGA Inquiry into Crown’s suitability to operate in NSW
commences shortly with hearings to address such matters as
Compliance, AML, Risk share transactions and other related
matters. The Inquiry will also consider industry best practices
from a regulatory perspective. It is expected that the Inquiry will
run over a number of months.

ACLEI continues to gather evidence in preparation for its public
hearing, however has not yet set a new date for its
commencement. A new Commissioner will commence at ACLEI
in February.

The Chairman noted that the VCGLR continues to pose questions
regarding junkets, which Crown is responding to as required.

The Chairman also spoke to the ongoing matter of the Mercury
Roulette Wheels; as well as a further request for information
(under a s167 Notice) from AUSTRAC regarding our AML/CTF
Compliance Assessment.

The Chairman noted that the VCGLR has contacted, to our
knowledge, a number of our ex-staff involved in the China
matter; Crown has written to the VCGLR asking, amongst other
things, how they intend to deal with the confidentiality
undertakings between the ex-staff and Crown.

The Chairman also noted that Crown received a Show Cause
Notice on 11 April 2019 from the Melbourne City Council,
relating to cladding on Crown Metropol. Crown submitted its
response on 12 September 2019, and is preparing to put its
submission, with the support of external experts, to the Building
Appeal Board for approval of its engineered solution.

Mrs Siegers talked to reducing the risk for employee industrial GGM-R&A
action, (industrial action was undertaken by staff earlier this
week). Crown Resorts Limited has set up a Brand Committee to
review for reputational damage and is across the industrial
action matter. Mrs Siegers proposed that the risk for this matter
be increased to ‘almost certain’ in the coming months — the
Committee agreed that the change was warranted. The
Chairman asked Mrs Siegers to draft a paragraph on the matter
that he can put to the Brand Committee.

There were no further comments raised by the Committee in
respect of the Material Risk Update and the paper was otherwise
“taken as read”.

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE
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6.2 Emerging Risks (no paper)

There were no emerging risks identified and discussed by the
Committee.

7. Compliance and Regulatory Update (Subject to Legal
Professional Privilege)

7.1  Compliance and Regulatory Update

The Chairman drew to the Committee’s notice the following
matters:

e There has been a gaming machine fault on the floor since
August 2019 (the machine locks up and requires attendance
for certain wins), which Crown notified the VCGLR of. The
VCLGR were comfortable with the matter given that there is
no adverse impact to patrons. The Chairman noted that
these matters need to be escalated by the relevant
department for resolution sooner;

e The VCGLR has verbally notified Crown that it has escalated
the matter of Crown writing off bad debts and has sought
external advice;

e The VCGLR is looking into a matter where it alleges that
three males were gambling whilst intoxicated;

e A new matter arose concerning gaming machine ratings
being held open for a period of time after a player removes
their loyalty card, which means the next player could see the
prior player’s name and loyalty card number. Crown has
turned the rating hold functionality off, whilst the matter is
rectified;

e The Chairman discussed the matter of a valet driver losing
control of a car (modified for a disabled driver) and driving
into the Louis Vuitton store — no one was seriously injured.
Crown’s processes have been changed so that Valet will no
longer drive modified cars;

e The VCGLR requested information and documents regarding
junket activity as well as information concerning patron
Xiongming Xie;

e The Chairman noted that there were a small number of
incidents involving self-excluded patrons being admitted to
VIP rooms; and

e The VCGLR again queried the Joseph Wong Kiia Tai (Yoseph
Prawira) matter, which it reviewed back in 2015.

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE

COMPLIANCE_575130.3



CRW.008.032.4445

7.2

The Chairman noted an incident involving Tony Mokbel’s
daughter and the public use of drugs. Crown called the police
who attended but took no positive action. Crown has
complained to more senior police about the inaction and the
attending officers’ conduct is being reviewed.

The Chairman spoke about the progress of the work being
conducted between Crown and the VCGLR to update the Gaming
Machines Technical Requirements Documents. Good progress is
being made, which the VCGLR commended.

There were no further comments raised by the Committee in
respect of the Compliance and Regulatory Update and the paper
was otherwise “taken as read”.

Section 25 Recommendations

Recommendation 19 has been settled and the VCGLR has
verbally notified Crown that it will receive a letter stating that
the Recommendation has been actioned.

There were no further comments raised by the Committee in
respect of the Section 25 Update and the paper was otherwise
“taken as read”.

Litigation Update (Subject to Legal Professional Privilege)

The Chairman spoke to the Litigation Update and that the Class
Action hearing date had been rescheduled to November 2020.
However, Crown expects there will be further mediation before
that date. Crown was also successful on an appeal matter this
week, concerning access to Crown employees prior to the
hearing.

There were no comments raised by the Committee in respect of
the Litigation Update and the paper was “taken as read”.

9.1

AML/CTF Update (Subject to “Part Il Secrecy & Access” AML &
CTF Act)

AML/CTF Update

The Chairman noted that the new Group General Manager AML,
Nick Stokes, is reviewing the Joint AML/CTF Program and
Crown’s processes for IFTIs, SMRs etc. to put a “fresh set of eyes
onit”.

The Chairman informed the Committee that the AML Team
commenced using CURA this week, which will hold AML related
customer information going forward.

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE
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There were no comments raised by the Committee in respect of
the AML/CTF Update and the paper was “taken as read”.

10. Health, Safety & Wellbeing Update
There were no comments raised by the Committee in respect of
the Health, Safety and Wellbeing Update and the paper was
“taken as read”.

11. Responsible Service Update

11.1 Responsible Gaming
The Chairman spoke to the implementation of an ‘Responsible
Gaming Advisory Panel’ of external responsible gaming experts,
to advise Crown regarding Responsible Gaming matters. The
Panel undertook a three-day session to review Crown
Melbourne’s responsible gaming framework, the Crown Model
and other responsible gaming initiatives, which they will report
on to the Chairman under Legal Professional Privilege.
There were no further comments raised by the Committee in
respect of the Responsible Gaming Update and the paper was
otherwise “taken as read”.

11.2 Responsible Service of Alcohol
There were no comments raised by the Committee in respect of
the Responsible Service of Alcohol Update and the paper was
“taken as read”.

12. Other Business

There was no other business.

The next meeting is scheduled for Tuesday, 26 May 2020.

There being no further business, the Chairman closed the meeting at 16.35.

Joshua Preston Date
Chairman

CONFIDENTIAL — COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE
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Crown Melbourne
Agenda Item 3.1: Internal Audit Report
January 2020 to May 2020

25

The long overdue Moderate finding relates to the transition from Dropbox to ShareFile. IT have
implemented a monitoring regime for the small number of accounts that have a valid business reason
for remaining open — this matter is ready to be closed.

Group
The table below represents the number of outstanding Group audit findings as at 30 March 2020 and
the time lag since the original due date. The total number of these outstanding audit findings has

decreased from 48 to 42, with 6 findings implemented.

Please note that some of the recommendations listed below may relate to Crown Perth only, but are
reported as part of the Group audits under which they were identified.

Not Yet <1 1-3 4-6 7-12 13-24 >24
Due Month Months Months Months Months Months

Total

High - - - 3 - - - 3
Moderate 2 3 - 7 7 - - 19
- 1 4 = 7 8 - - 20
Total 3 7 0 17 15 - - 42

Strategic Internal Audit Plan

As a consequence of the closure of the business, the preparation and approval of the FY21 Strategic
Internal Audit Plan (Plan) is deferred.

It is expected that when the business resumes operations, the Internal Audit team will assist the
business in providing independent assurance over re-opening related activities, and will not resume its
normal auditing activities for at least 8 weeks. Once it does, it will complete the F20 Internal Audit
plan which will be at least a further 3 months of work (to cover the shut-down period for the full 4™
quarter of F19/20).

Once operations resume, the Internal Audit team will prepare an F21 Strategic Internal Audit plan to
cover the remainder of the F20 financial year for Committee approval.

Internal Audit Charter
As required by the International Standards for the Professional Practice of Internal Auditing
(Standards), the Internal Audit Charter must be periodically reviewed and presented to Senior

Management and the Board for approval. This was last performed in May 2019.

During the previous review and update of the Charter, changes were made to reflect the nature of the
Internal Audit function becoming a Group function. The periodic review of the Charter performed in

LEGAL_526041.4
Page 6 of 9
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Crown Melbourne
Agenda Item 3.1: Internal Audit Report

January 2020 to May 2020

May 2020 did not identify any changes that need to be made. The Charter is reflective of the current
practices and of the Department and the Standards.

Although no changes have been made, the Charter is still presented for review and approval by Senior
Management and the Board.

LEGAL_526041.4
Page 7 of 9
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Crown Melbourne
Agenda Item 3.1: Internal Audit Report
January 2020 to May 2020

Appendix 1 — Overall Report Rating Definitions

Processes and controls are adequate and operating effectively to mitigate key risks.
There are no opportunities for improvement.

Processes and controls are adequate and operating effectively to mitigate key risks.
There are minor opportunities for improvement in some areas.

Excellent

Good

An adequate control framework exists to effectively mitigate key risks. There are

Satisfactor s . .
v opportunities for improvement in some areas.

Improvement Although a control framework exists, a number of issues have been identified which
Required require management attention.

Key control issues have been identified which require immediate senior management

Seriously Adverse .
attention.

LEGAL_526041.4
Page 8 of 9
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Crown Internal Audit Department Charter

Introduction

e The Crown Melbourne Limited and Burswood Limited Boards (Boards) have established
the Crown Internal Audit Department (Department) as a key component of Crown’s
corporate governance framework; and

e The Crown Internal Audit Department Charter (Charter) provides the framework for the
operation of the Department, and has been approved by the Boards.

Purpose

e The purpose of the Department is:

— To provide independent, objective assurance and consulting services designed to
add value and improve Crown’s operations; and

— To assist Crown in accomplishing its objectives by bringing a systematic, disciplined
approach to evaluate and improve the effectiveness of risk management, control, and
governance processes.

Independence

e All Department staff report to Crown’s Group General Manager Risk & Audit who reports
administratively to Chief Executive Officer — Australian Resorts and functionally to the
Boards;

e The Department is independent of all areas of Crown’s operations. Department staff do
not audit areas of direct responsibility, nor are they assigned to areas for which they had
previous responsibility; and

e The Group General Manager Risk & Audit will confirm to the Boards at least annually,
the organisational independence and objectivity of the Department.

Authority and Confidentiality

e Subject to Crown’s security policies, the Department, with strict accountability for
confidentiality and safeguarding records and information, is authorised full, free, and
unrestricted access to any and all of Crown’s records, personnel, and physical properties
that the Group General Manager Risk & Audit considers necessary to enable the
Department to meet its responsibilities. The Department also has free and unrestricted
access to the Boards and the Chief Executive Officer.

Scope

e The scope of work undertaken by the Department is to determine whether Crown’s
material risk exposures and corporate governance responsibilities have been identified
and are being managed effectively by reference to one or more (but not limited to) the
following:

— The adequacy and effectiveness of mitigating controls;

— Compliance with applicable policies, standards, procedures, regulations and
legislation;
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Crown Internal Audit Department Charter

— The economic acquisition, effective use and adequate protection of Crown’s assets
and resources;

— The accomplishment of Crown’s objectives; and
— The accuracy, reliability and timeliness of information reviewed.

e The specific authorisation to perform the work is the Strategic Audit Plan approved by
the Boards, and aligned to Crown’s material risk exposures and corporate governance
responsibilities;

o The Department will be responsible for internal audit activities at Crown Sydney; and

e The Department may also undertake audits of other Crown Group entities.

Roles and Responsibilities

e The Department is responsible for:

— Development of a flexible Strategic Audit Plan using an appropriate risk based
methodology, and considering any risks or control concerns identified by the
Department, management and / or the Boards, and submission of the Strategic Audit
Plan to the Boards for review and approval;

— The Strategic Audit Plan will include both an internal audit strategy section,
highlighting the purpose and objective of the Department, and a three year plan,
including a tactical plan for the upcoming year, and strategic plan providing indicative
coverage for the following two years;

— Implementation of the approved Strategic Audit Plan, including as appropriate, any
special engagements requested by Executive management and / or the Boards, and
consideration of any changes to, or emerging, material risk exposures requiring
amendment of the Strategic Audit Plan;

— Sharing information and co-ordinating internal audit activities with other internal and
external providers of assurance, including Crown’s external auditors, as appropriate,
ensuring effectiveness and efficiency;

— Assisting management in the identification and assessment of risks and controls;

— Assisting investigations of suspected fraudulent activity within Crown, as required,;

— Performing audits where necessary of designated persons or entities either from
Crown or external to the Company;

— Ensuring Department staff have sufficient knowledge, skills, experience and
professional certifications to meet the requirements of the Charter and the Institute of
Internal Auditors’ International Standards for the Professional Practice of Internal
Auditing (the Standards);

— Keeping abreast of emerging business issues, risks and internal audit practices, and
implementing those practices where relevant;
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Crown Internal Audit Department Charter

— Reporting periodically to the Boards in respect of audit activities, status of internal
audit recommendations and progress against the approved Strategic Audit Plan. Any
amendments to the approved Strategic Audit Plan will be submitted to the Boards for
review and approval;

— Meeting at least annually with the Boards independent of management to discuss
any relevant matters and issues; and

— Reviewing the Charter annually and submitting any amendments for the review and
approval of the Boards.

Reporting and Monitoring

e A written audit report is to be issued by the Department at the completion of each
internal audit engagement and distributed to the relevant stakeholders. A summary of
internal audit engagements completed and key audit findings is to be presented to the
Boards at each scheduled meeting, and written audit reports made available to the
Boards on request;

e The written audit report is to include management'’s response and corrective action taken
or to be taken in regard to each audit finding reported and the timing thereof;

e Where management response to an audit finding is not considered adequate, the
Department will further consult with management to reach a mutually agreeable
resolution. If agreement cannot be reached, the Group General Manager Risk & Audit
will escalate the matter to the Chief Executive Officer, and if required the Boards, for
resolution; and

e Corrective actions are to be monitored by the Department on a quarterly basis, and their
status reported to the Boards at each scheduled meeting.

Professional Standards

e The Department shall adhere to the Standards and the Department’'s Internal Audit
Manual. These two documents shall constitute the operating procedures of the
Department;

e To enable continuous evaluation of the Department, the Group General Manager Risk &
Audit shall ensure implementation a Quality Assurance and Improvement Program
comprising internal assessment and at a minimum once every five years, external
independent quality assessment by a qualified independent reviewer, or review team,
from outside Crown against the Standards; and

e The results of the external assessment are to be reported to the Boards by the Group
General Manager Risk & Audit.

May 2020
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Crown Melbourne
Agenda Item 4: Fraud Update
May 2020

As the property closed on 23 March 2020 and 95% of staff were stood-down, and no material matters
materialised prior to that, there has been little activity to support a meeting of the Fraud
Management Committee.

There are no matters to bring to the attention of the ERCC at this time.

It is noted however for the ERCC’s attention that an Internal Auditor was brought back from being

stood down to assist Finance with auditing payroll processes and transactions with regards to the
JobKeeper payment.

LEGAL_526044.4
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Crown Melbourne Limited
Material Risk Update: 26 May 2020

This Material Risk Update reports on the ‘critical’ and selected ‘high’ risks in the updated Crown
Melbourne Risk Profile (depicted as “material risks” in the Crown Melbourne Risk Map set out on
page 5 of this update).

Executive Summary

Since the last update in January 2020, a number of existing and new key internal and external events
have evolved or materialised which have the potential to impact the overall Risk Profile of the
organisation, and particularly its material risk exposures.

The key events that have taken place over the period include:

e The property was closed on 23 March 2020, due to the declared national COVID-19 pandemic,
and at the direction of government authorities. Limited activity has continued in hotels, but all
other departments have shut down, with approximately 95% of staff being stood down. Security
and Surveillance operations remain in place to ensure the security of the facilities, and a number
of core staff remain active to handle critical activities and infrastructure, as well as plan for re-
opening. See page 12 for further updates.

The closure of the property will present a number of challenges as Crown prepares to re-open its
doors, including restricted ability to operate (social distanciing measure, hygiene and other
government imposed conditions); no international business whilst our international borders
remain closed; risk of a second wave; customer confidence in returning to our premises; impacts
on discretionary spending; impacts on overall employment.

e The JobKeeper program was implemented at Crown, which is helping secure stood down staff
during the closure period. A number of other initiatives have been implemented to help keep
staff engaged.

e On 29 April 2020, Melco Resorts & Entertainment Limited (Melco) sold its Crown Resorts shares
to American private equity firm Blackstone, ending the perceived association with Lawrence Ho.
The impact on the ILGA inquiry remains uncertain, but the inquiry remains on hold during the
pandemic.

e Crown ended its relationship with Dinner by Heston Blumenthal, and the restaurant closed its
operations on 14 February 2020. Alternate restaurant offerings are in development for re-
opening.

e On 19 September 2019, the Currency (Restrictions on the Use of Cash) Bill was introduced into
Parliament and, based on the explanatory memorandum, it is expected that exemptions will be
created for certain payments that are subject to reporting obligations under the AML/CTF Act
(including for designated services within the casino) within the rules made by the Treasurer and
it is expected that casinos will be exempt from the scope of the cash payment limit. No further
changes since the last report.

25



CRW.008.032.4463

As reported previously, as a result of the allegations put by both the Nine Network (60 Minutes
program, SMH and the Age) and Mr Wilkie, various investigations and inquiries are continuing
involving AUSTRAC, ILGA and ACLEI. With respect to the ACLEI investigation (Operation Angove),
it has announced that there will no longer be a public hearing for this matter. Instead, the
investigation will be carried out on the information gathered by ACLEI Investigators.
Investigations involving VCGLR, VCGLR Inspectorate, and the ATO into some of the media
allegations have been undertaken.

During the period, Crown has continued to address, and engage with the VCGLR on the
Recommendations made by the VCGLR as part of its Sixth Review of the Casino Operator and
Licence. To date, 17 of the 20 Recommendations have been responded to by Crown by the
required due date, with the remaining 3 not yet due. The meeting that was set up to address
recommendation 20 was postponed due to the COVID-19 shutdown. It will be rescheduled at a
later date.

As previously reported, an issue was identified with a number of Roulette wheels on the gaming
floor. Thirteen years ago, the manufacturer delivered a version of the product different to the
version approved by the Regulator and the version ordered by Crown. The difference was not
visible to the eye (additional in-rim sensor — not regulated equipment), and Crown was not
aware of being supplied different wheels until recently. The effected Roulette wheels have been
removed from the floor, additional verification steps are now undertaken for all equipment, and
the Regulator has conducted a review of all Roulette Wheels. The Regulator continues to review
this matter.

No further update has been received regarding the VCGLR’s investigation into an electronic
gaming machine which the VCGLR alleges was operating in ‘Unrestricted Mode’, without ‘Your
Play’ functionality activated. The VCGLR has referred the matter to the Commission, for
consideration. There has been no further development since the last report.

As previously reported, a result of media allegations against Crown reported on or around 27
July 2019, the VCGLR wrote to Crown Melbourne on 23 September 2019, providing notice of its
intention to continue its investigation into the China Matter. The VCGLR noted its intention to
obtain information from former Crown staff who were involved in the media reports and the
detentions in China. Crown and Minter Ellison continue communications with the VCGLR on this
matter. No further update since the last report.

As previously reported, Crown Melbourne received a show cause notice from the Melbourne
City Council (MCC) relating to combustible cladding on the Metropol Hotel (dated 11 April 2019).
In response, Crown submitted a report by fire engineers, DNT Engineering Services, on 12
September 2019. Crown met with the Building Appeals Board on 7 April 2020, and several
additional queries were raised. Crown lodged additional information on 22 May 2020.
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Adjustments to the risk profile:

Following the events above, the following change to risk ratings is proposed:

CRW.008.032.4464

® Following the national pandemic declaration, the risk of ‘External disruption of demand for
our services’, which includes consideration for pandemic, was increased to Severe / Almost

Certain, making it the highest risk for the Crown Melbourne property.

Below is a table summarising trends for each material risk:

MATERIAL RISKS CURRENT TREND

9. External disruption of demand for our services

1. Legislative / Regulatory Changes Unchanged
2. Volatility of Premium Gaming Unchanged
3. Act of Terrorism on Property Unchanged
4. Major Reputational Damage Unchanged
5. Poor Credit and Investment Decision Unchanged
6. Material Breaches of Gaming and other Relevant Legislation/ Unchanged
Regulations

7. Data Misuse Unchanged
8. Breakdown in relationships with key government, legislative or Unchanged
regulatory bodies

Increased 1T
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1. LEGISLATIVE / REGULATORY CHANGES

Changes to legislation, regulations or Federal / State Government policy covering Crown Melbourne’s operations including the conduct of,
and access to, gaming, have the potential to adversely impact performance including:

-  Changes to restrictions on the number, type, speed and location of gaming machines;
- Changes to mandatory minimum “return to player” on gaming machines;

-  Changes to approved table games and approved rules of the games;

- Changes to restrictions on advertising and marketing;

- Aut tic Teller Machine (ATM) restrictions / removals;

- Increases in tax or additional levies and taxes;

-  State Gover t i t to review Crown Melbourne “exemptions”;

-  Approval of new gaming products (Responsible Gaming Council of Victoria).

- Imposition of further or more restrictive datory pre — itment
of Crown Melbourne’s business.

- Loss of State Government approved smoking exemptions permitting designated “high roller” smoking areas within the casino
complex; and

- Restrictions to areas where smoking is currently permitted

and the p ial impact on revenue and the operation

Y

CROWN MELBOURNE

Black Economy Taskforce - $10,000 cash transaction limit Unchanged

There have been no changes since the last report.

On 19 September 2019, the Currency (Restrictions on the Use of Cash) Bill was introduced into Parliament and, based on the explanatory
memorandum, it is expected that exemptions will be created for certain payments that are subject to reporting obligations under the
AML/CTF Act (including for designated services within the casino) within the rules made by the Treasurer and it is expected that casinos will
be exempt from the scope of the cash payment limit.

POTENTIAL IMPACT TO CROWN:

It is common for Junkets and VIP/premium players (as well as casual customers on occasion) at times to bring materially larger amounts of
cash to play at Crown. Should the exemption not be provided, this will no longer be possible.

CURRENT ACTION PLAN:

Continue engagement with Government and regulators to reach an acceptable position.

Anti-Money Laundering / Counter-Terrorism Financing (AML / CTF Unchanged

The Financial Action Task Force (FATF) was expected to visit Australia during Q1-Q2 FY20 to complete an assessment of Australia’s
compliance with international AML standards. Any adverse outcomes are likely to impact the legislative/regulatory framework in Australia,
which could ultimately affect the obligations of reporting entities.

Crown was provided with a draft of AUSTRAC's draft Risk Assessment for review and comment prior to its publication. Crown has reviewed
the draft Risk Assessment and prepared and submitted its comments to AUSTRAC. We are yet to receive feedback on our comments.

Crown has responded to s167 Notices regarding an assessment of its AML/CTF Program, with a focus on High Risk Customers and PEPs.

Section 25 Licence and Operator Review Unchanged

Crown is working with the VCGLR to address each of the 20 Recommendations. Seventeen Recommendations have been responded to by
Crown within the agreed timelines (with two of the remaining 3 not yet due and the third, the meeting for Recommendation 20, having been
postponed as a result of the COVID-19 pandemic). We are providing additional information where requested. The VCGLR has acknowledged
16 of Crown’s responses, and will continue to follow-up on any remaining actions.

POTENTIAL IMPACT TO CROWN:
Reputational damage and media coverage of any new issues arising from the resolution of the matters.
CURRENT ACTION PLAN:

Crown is working through the remaining recommendations internally and engaging with the VCGLR as appropriate.
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2. VOLATILITY OF PREMIUM GAMING

Short term deviations from theoretical win rates applicable to Premium Gaming business have the potential to impact performance.
Changes to the terms and conditions of Premium Gaming business play increase exposure.

CROWN MELBOURNE

Premium Gaming Volumes

win rates.

Year on year turnover volumes and win rates are recorded as follows:

CRW.008.032.4468

Unchanged

As previously reported, Premium Gaming volumes must be maintained to mitigate the risk of prolonged negative deviations from theoretical

Due to the casino closure on 23 March 2020, as well as the earlier quarantine from China, there is currently no international gaming revenue.

December December December .
CROWN MELBOURNE 2017 June 2018 2018 June 2019 2019 April 2020
YTD International and
Interstate Turnover ($b) 19.5 43.8 15.4 32.7 9.3 9.3 (Budget 16.5)
Win Rate (%) 1.21 1.29 0.99 1.39 2.28 2'281‘23;’*‘

POTENTIAL IMPACT TO CROWN:

Increased deviation between theoretical and actual win rates has the potential to impact overall business performance. Turnover for
Melbourne is materially below budget, mostly due to the closure of the Chinese borders at the beginning of 2020, then the declared
pandemic leading to the closure of the Crown properties on 23 March 2020 and the Australian borders for the foreseeable future. The win
rate for the VIP activity that took place up to 23 March 2020 was higher than budget, somewhat offsetting the lower volumes.

CURRENT ACTION PLAN:

Management is to continue to monitor trends, and action as appropriate.

3. ACT OF TERRORISM ON PROPERTY

The calculated use of violence (or the threat of violence) against employees and / or cust in order to attain goals of a political,
religious or ideological nature. The nature and extent of any act may be varied, and hence difficult to define.

CROWN MELBOURNE

In Melbourne, Victoria Police Executive Command has advised that the PSO proposal for Crown Melbourne has been raised with the Police
Minister by the Chief Commissioner of Police as part of a broader proposal for PSOs, for consideration.

Unchanged

The terrorism threat rating as set by ASIO for Australia remains at ‘Probable’, which is 3 out of 5 possible rating scale.

There has been no further development since the last report.
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4. MAJOR REPUTATIONAL DAMAGE

Negative publicity / image of Crown and/or its affiliate businesses which may adversely impact Crown’s reputation and/or performance
and potentially jeopardise gaming licences, including:

» inappropriate associations
« inappropriate conduct

« breach of confidentiality

» adverse media attention

CROWN MELBOURNE

LEGALLY PRIVILEGED - Allegations by Mr Andrew Wilkie MP Unchanged

Following repeat allegations made on 24 July 2019, Mr Wilkie made additional claims referring to VCGLR inspectors and a Crown limousine
driver as whistle-blowers. This is in the context of an ongoing Nine News media campaign targeted at Crown.

There has been no further activity since the last report.
POTENTIAL IMPACT TO CROWN:

Reputational impact as well as increased regulatory pressure from the VCGLR (and other regulators) to reinforce their strength as an
independent regulator of Crown.

CURRENT ACTION PLAN:

Continue engagement with relevant stakeholders and ongoing enhancement of governance structures. Ongoing engagement with relevant
senior management and board committees.

LEGALLY PRIVILEGED - 60 Minutes Report Unchanged

Following Channel 9’s 60 Minutes story featuring Crown on Sunday 28 July 2019, additional media stories have been released with allegations
against Crown. These media reports, compounded by Mr Wilkie’s allegations, have led to a number of state and federal regulators pursuing
investigations or inquiries with Crown.

To date the ATO, AUSTRAC, and the VCGLR have all undertaken reviews into, or related to, the allegations formulated in the media.

The ACLEI investigation continues however ACLEI has announced that there will no longer be a public hearing for this matter. Instead, the
investigation will be carried out on the information gathered by ACLEI Investigators.

The most exhaustive review will be an inquiry undertaken by ILGA, in the form of a royal-commission type review. The inquiry started on 21
January 2020, however has been postponed as a result of the COVID-19 pandemic.

POTENTIAL IMPACT TO CROWN:
Reputational impact as well as increased regulatory inquiries from regulatory and enforcement agencies.
CURRENT ACTION PLAN:

Continue engagement with relevant stakeholders and ongoing enhancement of governance structures. Ongoing engagement with relevant
senior management and board committees.

LEGALLY PRIVILEGED - Dinner by Heston Reduced ||

As previously reported, the Dinner by Heston Blumenthal outlet experienced financial difficulties and appointed a provisional liquidator on 20
December 2019, which received low media coverage. Dinner by Heston Blumenthal was closed on Friday 14 February, with little media
coverage and limited impact to Crown.

POTENTIAL IMPACT TO CROWN:

Reputational impact by association and financial impact from unpaid outstanding expenses, a working capital loan and unamortised
capitalised and license fee expenses.

CURRENT ACTION PLAN:

Continue engagement with provisional liquidator to assess possibility of recovery of funds.
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Mercury Wheel Unchanged

There have been no changes since the last report.

An issue was identified with a number of Roulette wheels on the gaming floor. Thirteen years ago, the manufacturer delivered a version of
the product that was different to the version approved by the Regulator and ordered by Crown. The difference was not visible to the eye, and
Crown was not aware of being supplied different wheels until recently. The difference between the 2 versions was the inclusion of an
additional in-rim sensor, which is not classified as regulated equipment and does not require individual approval, and does not affect the
integrity of the game. However, the regulatory approval differed from the actual equipment which was in use.

The Regulator was notified and conducted a review of this matter.
POTENTIAL IMPACT TO CROWN:

It is possible that the VCGLR may take disciplinary action against Crown.
CURRENT ACTION PLAN:

Crown has removed all of the wheels in question from the floor, and additional verification steps are now undertaken for all equipment.
Crown will be seeking external legal advices on this matter.

7. DATA MISUSE

Ancid,

tal or i al leak of patron or other business sensitive data to individuals or organisations who should not have access and
who may use this information maliciously.

The focus has increased due to:

- New Privacy legislation;

- Increased media focus and public expectations following the Facebook/Cambridge Analytics issue;

- The incr d digitalisation of business and Crown increasingly sharing data with third parties; and

- A specific risk identified in the Marketing department risk review completed in 2017 regarding the use and communication of patron data
generally within Crown.

CROWN MELBOURNE Unchanged

No new matters since the last report in January 2020.

8. BREAKDOWN IN RELATIONSHIPS WITH KEY GOVERNMENT, LEGISLATIVE OR REGULATORY BODIES

Crown operates in many jurisdictions, and has to engage with a large number of government, legislative and regulatory bodies. A
breakdown in these relationships could lead to targeted reviews, investigations, or actions by these bodies that could materially affect
Crown'’s operations and reputation.

CROWN MELBOURNE Unchanged

Crown Melbourne’s key government, legislative and regulatory bodies include the VCGLR, VRGF, AUSTRAC, ATO, and Law Enforcement
agencies.

Crown’s work stream with the VCGLR is considerable taking into account the recommendations from the s25 Review and other matters that
the VCGLR is formalising. This is a shift in how such matters have historically been dealt with which is presenting some challenges internally.

Further, Crown is aware that the Auditor General has re-engaged with the VCGLR to measure its progress against the matters identified in its
2017 Report. The Auditor General’s Report triggered the significant change in the VCGLR’s approach when dealing with Crown.

The media allegations have also resulted in significant regulatory oversight and investigation from a range of state and federal agencies.

Crown continues to focus on engagement with the VCGLR in a positive manner. Crown also remains in close contact with its other key
stakeholders to continue to develop and enhance those relationships. Crown has recently engaged, on a consultancy basis, the services of
Stratium Global and Nick Kaldas to support Crown’s engagement strategy with law enforcement and regulatory agencies.

Due to the COVID-19 pandemic, Crown is also working closely with the Department of Health and Human Services and the State Government
to monitor the situation and ensure safe patrons and staff conditions for re-opening.
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9. EXTERNAL DISRUPTION OF DEMAND FOR OUR SERVICES

External factors to Crown impacting business volumes or margins, including: international competition, domestic competition, economic
conditions, foreign political polies or global event

CROWN MELBOURNE Increased ||

Crown Melbourne closed its doors on 23 March 2020, following a world-wide pandemic. Over 95% of all of Crown’s staff have been stood
down, and only minimal activity remains, which is in Hotel operations, with assistance being provided by Crown for travellers being
quarantined after their return from overseas.

This is unprecedented and re-opening dates and conditions remain uncertain.
POTENTIAL IMPACT TO CROWN:

Material financial, people and customer impacts.

CURRENT ACTION PLAN:

Crown is working closely with the Victorian government to articulate what a re-opening strategy could look like, and what additional
measures would need to be in place to ensure the safety and well-being for both staff and patrons at Crown.
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CROWN MELBOURNE LIMITED
EXECUTIVE RISK AND COMPLIANCE COMMITTEE MEMORANDUM

To: Executive Risk and Compliance Committee

From: Anne Siegers

Date: 26 May 2020

Subject: Crown Resorts — Risk Management Strategy document

Dear Committee members,

The Risk Management Strategy (RMS) was first approved by the Crown Resorts Board in June 2019
and is to be reviewed at least annually to ensure its relevance and adequacy for the organisation. A
copy of the updated (in tracked form) RMS is attached for your review.

The updates proposed to the RMS are aiming to achieve three main goals:

. Ensuring that the RMS can equally apply to Crown Sydney when it opens later in the year;

. Enhancing the concept of Risk Culture and formulating the Board’s expectations with regards
to the management of Risk Culture within the organisation; and

. Performing a review of the Risk Appetite, and ensuring that it remains a reflection of the
Board’s appetite towards risk taking and reporting escalation.

With these goals in mind, a number of amendments have been made to the RMS as described
below:

. Various references to Crown Sydney have been incorporated into the RMS;

. A new “Risk Culture” section has been inserted into the RMS (see section 4) to articulate the
concept of Risk Culture.

. For the Risk Appetite, overall the position was taken that:
(o} Over the past 12 months, the Risk Appetite and the reporting thresholds had proven
effective in ensuring that all relevant events were escalated appropriately in a timely

manner, and that the appetite statements held true to the Board’s views; and

(o} It would offer another opportunity for the Risk Appetite to be further embedded in the
business if it remained as unchanged as possible for another period of 12 months.

LEGAL_526042.4
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Crown Resorts Limited
Risk Management Strategy

Crown Resorts Limited ACN 125 709 953
A public company limited by shares

Commercial in Confidence
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1. Executive Summary

As an ASX listed company, Crown must consider the ASX Corporate Governance Principles.
Principle 7 relates to how an organisation must recognise and manage risk: ‘A listed entity
should establish a sound risk management framework and periodically review the effectiveness
of that framework’. Fundamentally, that principle articulates the following concepts:

e The Board of a listed entity is ultimately responsible for deciding the nature and extent
of the risks it is prepared to take to meet its objectives.

e [tisthe role of the Board to set the risk appetite for the entity, to oversee its risk
management framework, at least annually, and to satisfy itself the framework is sound.

e Ultimate responsibility for a listed entity’s risk management framework rests with the
full Board, although it can have in place a committee to oversee risk.

e The organisation should have an independent internal audit function and articulate its
structure and role.

The Crown Resorts Limited (Crown) Risk Management Strategy (RMS) is an internal document,
which sets out the fundamentals of what the Crown Resorts Limited Board (Board) expects from
its risk management framework across all entities of the group. The RMS articulates the
following:

e the risk management principles that underline Crown’s management of risk;

roles and responsibilities around risk across the organisation, starting with the Board;
e the risk management framework;
e the Rrisk Aappetite of the Board; and

e the basic principles, aligning to I1SO31000:2018 Risk Management, that support the
identification and management of risk at Crown.

It aligns with other corporate risk documents as follows:

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
Page | 2
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2. Background

The Board, being ultimately responsible for the effective management of risk at Crown, has
established and approved this RMS.

Risk is inherent in all Crown’s products, activities, processes and systems used in day-to-day
operations. The Board also acknowledges that in order to operate and fulfil its objectives,

Crown needs to take risks.

The purpose of this RMS is to describe Crown’s approach to ensuring that it maintains a risk
management framework that supports the effective management of its material risks in a
manner consistent with its Rrisk Aappetite and strategic objectives.

2.1 Document Owner
The Board owns and approves this document.

2.2. Confidentiality

This document is intended for internal use only and should not be distributed outside Crown
without the express permission of the General Counsel.

2.3. Definitions
The following key definitions apply to the RMS:
e ‘Australian Resorts’ means Crown Melbourne, Crown Perth and Crown Sydney.
e ‘Board’ means Crown Resorts Limited Board.
e ‘BOT refers to the Business Operations Teams for Crown Perth and Crown Melbourne.

e ‘CEQ’ refers to the Executive ChairmanChief Executive Officer of Crown Resorts and/or
the Chief Executive Officer of Australian Resorts or equivalent of any relevant wholly-
owned subsidiary.

e ‘Crown’ means Crown Resorts Limited and its material wholly owned subsidiaries. This
includes Crown Melbourne, Crown Perth, Crown Sydney, Crown Aspinalls and Betfair.

e ‘Executives’ refers to the Crown Resorts’ Executive team as well as the Australian
Resorts’ Executive team and any other senior executives of the wholly owned
subsidiaries.

e ‘Inherent risk’ means the risk assessment prior to consideration of mitigating factors.

e ‘Key management personnel’ means Executives and General Managers for critical
business functions.

o ‘Residual risk’ means the risk assessment after consideration of existing mitigating
factors and/or controls.

e ‘Risk’ is defined as the effect of uncertainty on an objective. It is an event or possible
deviation from plan, characterised by reference to the likelihood of the potential event
and the impact of that event occurring.

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
Page | 3
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e ‘Risk Aappetite’ is the amount of risk that the organisation is willing to accept in pursuit
of its strategic objectives and in the interest of protecting its stakeholders.

e ‘Risk Ceulture’ means the system of values and behaviour that shapes the decisions and
actions of staff in relation to risk taking.

e ‘Risk governance framework’ refers to the formal structure that supports risk-based
decision-making and oversight across all operations of Crown and to support the
Board’s desired Rrisk Ceulture.

e ‘Risk tolerance’ is the quantitative application of risk appetite, and represents the
operational boundary for the relevant risk exposure.

e ‘Risk management framework’ is the totality of systems, structures, policies, processes
and people that Crown uses to identify, measure, monitor, report and control all
internal and external sources of material risk.

e ‘Senior Management’ refers to all members of the Business Operations Team or other
equivalent senior management team (for Crown Melbourne, aré-Crown Perth and
Crown Sydney) and other key management personnel of Crown Resorts and the wholly
owned subsidiaries.

3. Risk Management Principles

Crown’s culture, and more specifically its Rrisk Ceulture which is further discussed in section 4 of
this document, is built around a number of core pillars, including its service standards
philosophy, integrity and compliance focus, and safety of staff and patrons. These elements
underpin all other elements of the risk framework and are fundamentally embedded across the
organisation.

Crown’s strategy for managing risk is based on the following fundamental principles:

e the fundamental purpose of risk management is to provide a framework within which
Crown and its employees can take well informed risks that support its strategic
objectives and add value to the organisation;

o effective risk management requires a robust and effective risk governance framework
that includes clearly defined risk management responsibilities, accountabilities and
mechanisms for independent oversight, review, challenge and assurance;

o effective risk management requires a strong, robust and pervasive Rrisk Ceulture that is
consistent with Crown’s values and Rrisk Aappetite; and recognises that risk
management is the responsibility of all staff;

o effective risk management requires clear articulation and documentation of Rrisk
Aappetite by the Board and effective communication of that appetite to all relevant
levels of the organisation; and

o effective risk management requires consistent risk identification, assessment,
measurement, management, monitoring and reporting processes that are integrated
into and support strategic and business processes.

To give effect to these fundamental principles, Crown has developed a comprehensive risk
management framework.

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
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4. Risk Culture

Risk Culture is a perspective on organisational culture. For the purpose of the Risk Management
Framework the following definitions apply:

Organisational culture is a system of shared values and norms that define the attitudes and
behaviours of an organisation through its Board members, leadership team, employees and
contractors. This system of values and norms is shaped by the organisation’s purpose and
values, and how it approaches its people, patrons and the greater community.

Risk Culture is the system of values and behaviours present in an organisation that shapes the
decisions and actions of staff in relation to risk taking. It determines the collective ability of all
staff to:

e |dentify, understand, openly discuss and act on both current and future risks to the
organisation; and

e Operate consistently within the Risk Appetite.

Underpinning Crown’s Risk Culture are Crown’s values:

The expectation from the Board, is that Crown will have a Risk Culture that will allow the
organisation to understand and take well informed risks within the Risk Appetite articulated by
the Board in this document, and within the limits set in the Board‘s Delegation Policy.

Management will need to monitor Risk Culture and provide timely and relevant
recommendations to the Board on actions required to address any material failings.

4.5. Risk Management Framework

The risk management framework is the totality of systems, structures, policies, processes and
people that Crown uses to identify, measure, monitor, report and control all internal and
external sources of material risk.

The purpose of the risk management framework is to provide a structure for identifying and
managing each material risk in a manner consistent with Crown’s strategic objectives and Rrisk
Aappetite.

The key elements of the Risk Management Framework that give effect to the RMS include:
e the Crown Risk Governance Framework (Section 5);
e the Risk Appetite (Section 6);
e How the Rrisk Aappetite is operationalised (Section 7); and

e Crown’s risk management processes and methodology (Section 8).

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
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The Risk Management Framework is an overarching framework that sets the basic principles
within which other, more specific risk management policies and procedures are developed, and
which other corporate frameworks follows. Some of these other frameworks include:

e Compliance e Responsible Service of c—Seeurinend-Sorveilance
Gaming (RSG)
e Work Health and Safety

e IT Change Management
e AML/CTF
e Procurement

5.6. -Risk Governance Framework

The Risk Governance Framework refers to the formal structure to support risk-based decision-
making and oversight across all operations of Crown and to support the Board’s desired Rrisk
Ceulture.

An effective Risk Governance Framework requires:

e risk ownership and risk management accountability to be clearly defined and assigned
to those responsible to support the consideration of risk in all decision making. This
supports the integration of risk identification and assessment into organisational
decision making processes;

e independent oversight, challenge, reporting and monitoring of the Rrisk Ceulture, risk
profile, risk management framework and material business decisions that have the
potential to impact the organisations risk profile; and

e independent assurance regarding the appropriateness, effectiveness and adequacy of,
and compliance with, the risk management framework.

For this reason, the Board has endorsed a “three lines of defence” risk governance model. An
overview of Crown’s Risk Governance Framework is illustrated below:

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
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The following sections outline the roles and responsibilities of each of the key components of
the Risk Governance Framework illustrated above.

51.6.1. The role of the Board

The Board is ultimately responsible for the establishment and implementation of a risk
management framework that enables Crown to appropriately develop and implement
strategies, policies, procedures and controls to identify and manage its material risk exposures.

To fulfil its obligations, the Board:
e clearly defines Crown’s Rrisk Aappetite;

e establishes and approves this RMS to clearly articulate Crown’s Rrisk Ceulture and
strategy for managing risk;

e ensures that senior management monitors, reports and manages all material risks
consistent with the strategic objectives and Rrisk Aappetite approved by the Board;

e ensures that Crown maintains an independent Risk Management and Internal Audit
Function across its operational entities that have the appropriate reporting lines,
resourcing, authority and access to the Board and organisation to fulfil their
responsibilities outlined in Section 5.4 and 5.5 below;

e recognises uncertainties, limitations and assumptions attached to the measurement of
material risk; and

200526 Ercc Agenda Item 05.2 - Crown Resorts Limited - Risk Management Strategy - May 2020 Draft.Doc
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e ensures that the Risk Management Framework is reviewed at least annually and
approves any material changes to the RMS and the appetite.

The Board has established a number of Board Committees having regard to the risk profile of
Crown, the complexity of Crown’s business operations as well as the experience and expertise
of the directors.

While some duties of directors may be delegated to Board Committees, as appropriate, the
Board retains ultimate responsibility for ensuring that those duties are performed.

The following diagram illustrates the Board sub-committees in place at Crown Resorts:

Each of these Board Committees forms part of, and plays an integral role in, the governance
framework and supporting the Board to fulfil its responsibilities in respect of the Risk
Management Framework. The primary Committee responsible for assisting the Board in
overseeing the Risk Management Framework is the Risk Management Committee (RMC).
Section 5.2 outlines the responsibilities and role of the RMC and its interaction with the Board.

5:2.6.2. The role of the Risk Management Committee

The RMC has been delegated responsibility for overseeing Crown’s Risk Management
Framework and assists the Board by providing objective oversight of the implementation and
operation of Crown’s Risk Management Framework.

The Chair of the RMC provides a report to the Board following each RMC meeting to ensure
adequate communication between the Committee and the Board.

The role of the RMC is articulated in the RMC Charter. In particular, the RMC’s responsibilities
include:

e overseeing and advising the Board on Crown’s overall Rrisk Aappetite, Rrisk Ceulture
and Risk Management Strategy;

e establishing a view of Crown’s current and future risk position relative to its Risk
Appetite;

e overseeing the establishment, review, ratification and implementation of a Risk
Management Framework that identifies and addresses the material risks faced by the
organisation and is consistent with the strategic objectives and the RMS;
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Risk Management Committee

Executive Chairman Crown Resorts

54-6.4. The first line of defence

Central to Crown’s Risk Management Framework is the concept that risk is best understood,
identified, assessed, managed and integrated into decision making processes by assigning risk
ownership and risk management responsibility to those responsible for making material
business decisions. This supports the integration of risk identification and assessment into
organisational decision-making processes.

The Board has delegated, subject to Board oversight and within the confines of the strategic
objectives and this RMS, to the Exeeutive-ChairmanCEQ the responsibility of management
oversight of risk for Crown Resorts and its wholly owned subsidiaries. The Executive
ChairmanCEO in turn has delegated to the CEOs or equivalent of each wholly owned subsidiary
the day-to-day management of the Risk Framework for each respective business.

The CEOs, under authorised delegation from the Boardend-Executive-Chairman, have sub-
delegated business management responsibilities to Executives, Senior Management and to
specific management committees.

The CEOs, Executives and Senior Management form the first line defence and assume
ownership of, and accountability for the management of, the material risks faced and effective
implementation of the Risk Management Framework.

All other Crown staff support the implementation of the Risk Management Framework under
direction and delegation from the CEOs, Executives and Senior Management.

(a) CEOs, Executives and Senior Management responsibilities

CEO, Executives and Senior Management assume ownership of the material risks faced by the
organisation and are charged with the responsibility for the implementation of the Risk
Management Framework. Specifically, this includes:

e establishing, maintaining and championing an effective Rrisk Ceulture throughout the
organisation;

e ensuring that policies, processes, systems and internal controls are developed to
effectively identify, assess, manage and monitor the risks faced by the organisation in a
manner consistent with the Risk Management Framework;
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e ensuring that these policies, processes, systems and internal controls are integrated
into, and support, business decision making processes and the ongoing maintenance
and enhancement of the risk management framework;

e managing Crown’s risk profile within the Board’s Rrisk Aappetite and tolerances defined
in the RMS;

e ensuring that appropriate reporting and monitoring processes are developed and
implemented to escalate relevant information to CEO, Executives, Senior Management,
the Risk Management Function and, if necessary, the Board; and

e developing and implementing timely remediation strategies to address material risk
exposures that are outside of the Board’s Risk Appetite.

(b) All other Crown staff

Although the CEOs, Executives and Senior Management are assigned risk ownership, all staff
play an integral role in the effective implementation of the Risk Management Framework and in
the management of risk. All Crown’s staff are responsible for:

e performing their role in a manner consistent with the expected organisational culture
and Code of Conduct;

e implementing and complying with all Crown’s policies, processes, systems and internal
controls that have been developed to effectively identify, assess, manage and monitor
the risks faced by the organisation; and

e managing, and being accountable for risks particular to their area of responsibility as
delegated by the CEO, Executives and Senior Management.

55.6.5. The second line of defence

Crown maintains an independent Risk Management Function that is responsible for assisting
the Board, RMC, CEOs, Executives and Senior Management to develop and maintain the Risk
Management Framework.

The Group General Manager — Risk and Audit (GGM — R&A) is designated as being the person
responsible for the risk management function for Crown. To ensure that the risk management
function has the appropriate authority and operational independence to perform its role and

responsibilities, the GGM — R&A and Risk Management Function:

e reports directly to the CEO and the Chief Legal Officer (CLO) for Australian Resorts, is a
member of BOT, and provides functional support to Crown wholly-owned subsidiaries
as required and appropriate. This ensures that the GGM — R&A has appropriate
authority and opportunity to challenge activities and decisions that may materially
affect the risk profile of Crown;

e isaninvited participant of the RMC meetings. This ensures that the GGM — R&A and
Risk Management Function has regular and unfettered access to the RMC; and

e has no operational business reporting line or revenue generating responsibilities (1st
line).

The responsibilities of the Risk Management Function and GGM — R&A include:
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e assisting the Board, RMC, CEOs, Executives and Senior Management to develop and
maintain a risk management framework that adequately addresses the material risks
faced by Crown;

e providing independent and objective guidance, challenge and advice to the RMC and
Board in respect of the development and regular review of the risk management
framework including the Board approved Rrisk Aappetite and RMS;

e developing risk management policies, systems and processes that facilitate a consistent
approach to the identification, assessment and management of material risks across
the organisation and that build risk management capabilities;

e providing independent and objective challenge to the CEOs, Executives and Senior
Management’s implementation of the risk management framework and to the
effectiveness of risk management practices;

e participating in, and providing effective challenge to, decision making processes that
could materially affect the risk profile of the organisation;

e oversight of the processes and methodologies used to identify, measure, monitor and
report material risks;

e encouraging subject matter experts within, or external to, the business to be engaged
when necessary;

e providing independent, objective and timely reporting of Crown'’s risk profile relative to
the Board’s Risk Appetite and escalation to the RMC, Board, CEO, Executives and/or
Senior Management of actual or potentially material risk matters;

e effectively supporting the communication of the Risk Management Framework, Risk
Appetite, Risk Management Strategy and Board’s desired Rrisk Ceulture throughout the
organisation;

e providing guidance, advice and training to the relevant staff on risk related matters and
the application of the Risk Management Framework.

The second line of defence also includes Compliance, AML/CTF and Legal functions which,
together, assist in the management of each Crown entity’s compliance, regulatory and legal
risks.

56.6.6. The third line of defence

To provide independent assurance to the Board in respect of the Risk Management Framework,
Crown has established an independent Internal Audit function for its operational entities.

To ensure the independence of the Internal Audit function from the first line of defence the
person designated as being responsible for the Internal Audit function (the GGM — R&A) has:

e adirect reporting line to the CEO — Australian Resorts;
e afunctional reporting line to the RMC;

e an operational reporting line to the CLO — Australian Resorts, who in turn has a direct
reporting line to the CEO - Australian Resorts and the Boards of each Australian resorts
entity; and

e no operational business reporting line or revenue generating responsibilities (1st line).
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In respect of the Risk Management Framework, the third line is responsible for:

e developing an Internal Audit Plan that provides assurance over the material operational
risks of the organisation and is appropriate to test the effectiveness of the policies,
controls and procedures implemented to manage those risks as documented in the
Corporate Risk Profile; and

e atleast every three years, facilitating an independent review of the appropriateness,
effectiveness and adequacy of the Risk Management Framework.

6-7. _Risk Appetite

Fundamental to the implementation of an effective Risk Management Framework is the
articulation, by the Board, of its Risk Appetite. This process allows the Board to communicate to
management its expectation with regards to the degree of losses that it is willing to absorb in
the pursuit of its strategy.

The appetite definitions guide management risk taking activities and communicates the Board’s
expectations of Rrisk Ceulture by establishing:

e a high level statement of the Board’s risk philosophy and the expected Rrisk Ceulture
and behaviours of the organisation;

e qualitative statements and quantitative metrics triggering RMC reporting for each
material risk category; and

e the requirements for the monitoring and reporting of Crown’s risk profile relative to
guantitative parameters (risk tolerances) against these risk categories.

6-1.7.1. Risk Categories

In structuring its Risk Appetite, Crown has considered the range of consequences that any event
could trigger, and it has organised its Risk Appetite against these seven (7) impact categories,

which are:
e Financial e People e Strategy /Business
Sustainability
e Brand /Reputation e Customers / Patrons
e Regulatory / legal e Infrastructure

6-2.7.2. Risk Appetite Statements and Reporting Tolerances

The following qualitative statements and quantitative metrics define the Board’s appetite and
its tolerance for individual risk events. Quantitative metrics trigger reporting requirements to
the RMC. The trigger can be either a single event or a series of events cumulating to the below

thresholds.
o uantitative Metrics — RMC Reportin
Category Qualitative Statement Q . P 9
Triggers
Protect and deliver Outside normal trading
. . shareholder value EBITDA losses (per event
Financial (p )/ >$10M
and or adverse to the current
(normalised) forecast
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Quantitative Metrics — RMC Reporting

LEGAL_526085.1

Categor ualitative Statement .
gory Q Triggers
Large capital, equity or
ge capltal, equity >$10M
treasury transaction
Maintain shareholder Internal event creating a 5%
confidence sustained share price loss ’
Brand / P
Reputation Retain public confidence in Sustained negative national or
. . . Any event
the Crown brand international media coverage
Maintain systematic Significant breaches that may
compliance with regulatory, have a financial or Any event
legal, statutory and reputational impact
contractual obligations
Material legal action or class
. & Any event
action
Build and maintain Significant breach or event
professional and collaborative | that has the potential to
Regulatory/ relationship with regulators damage the relationship Any event
legal and relevant government
bodies
Deliver gaming and alcohol Material RSG-responsible Any event
services responsibly gaming issues including
sustained adverse media
Material service of alcohol Any loss of
issues impacting the trtegrity licence and/
efliquor licences or points
Maintain a safe and healthy Significant-Nnotifiable serious
workplace incidents with regulator
involvement under-the Any event
wWorkplace hHealth and ¥
sSafety and other related
legislationAet
Maintain corporate culture Sustained staff turnover .
People >5% point
and performance and/or unplanned absences .
increase
above average
Loss or potential loss of ke
P ¥ Any event
management personnel
Maintain healthy engagement | Imminent industrial action
. . Any event
with Unions
Ensure our services are Negative event affecting Over 20% or
available to our target segment of patrons (ex VIP, 20,000
Customers/ customers F&B, Hotel) patrons of
Patrons segment type,
or $100M in
revenue
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Category Qualitative Statement Quantitative I\/Ietr_|cs — RMC Reporting
Triggers
Maintain appropriate security | Security incident that
and surveillance across the threatens people or property Any event
properties
Maintain high levels of critical | Loss of core IT infrastructure
IT Infrastructure availability or multiple key systems >24 hrs
and reliability
Protect information External or internal security
breaches resulting in
unauthorised access to, or
Any event
loss of, customer, employee
Infrastructure and company data likely to
result in serious harm
Maintain high quality physical | Loss of critical physical
infrastructure to deliver our infrastructure >24 hrs
world class services
Maintain strong Business Unplanned loss of gaming >10% for up to
Continuity and Disaster floor in one property 24 hrs
Recovery capabilities and
facilities Unplanned loss of non-gaming > 1 hotel or
front of house facilities in one 50% F&B for
property over 24hrs
Maintain 24/7 operations Critical event requiring
mobilisation of resources and Any event
CMT/EMT activation
Ensure strategic projects are Key strategic project delayed
Strategy / delivered to proyide medium by 12 months or more
. to long term business Any event
Business S
. . sustainability and
Sustainability competitiveness
Make strategic investment Change in ownership share of
and divestment decision that related or third party entity
. Any event
enhance business value and
sustainability

6-3.7.3. Reporting Triggers — Board Reporting Mechanisms

At each meeting of the RMC, a report against this risk appetite table will be prepared by the
GGM — R&A. It will highlight events against reporting triggers by exception.

In most circumstances, reporting trigger events at the regular RMC meeting will be sufficient,
but at times, special meetings of the RMC or other Board forums may be required based on the

magnitude of the event, as well as the requirement for a timely Board decision.
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The requirement for a special meeting will be decided on a case-by-case basis by consultation
between the CEO, CLO, General Counsel and the GGM — R&A, as well as any relevant key
management personnel.

._When a risk materialises: issues management

65-7.5.

Risks identified in the risk profile are future focused, but a risk that is rated possible, for
example, still means that it is expected to occur every 2 to 5 years. Therefore, on a regular basis,
risks that are rated within the appetite of the Board will materialise and the impact will be
incurred by Crown.

When one of them materialises, two key actions will take place:

1. therisk rating will be reviewed to ensure that it is still relevant and as accurate as
possible, taking into account the recent materialisation of the risk and the potential
change in risk context. In that review, consideration of the effectiveness of the relevant
control framework will also take place; and

2. the specific event will be managed and operational procedures will be applied within
the appetite of the Board: if the consequences are within the thresholds described in
section 67.2, management will handle the event; otherwise, the RMC/Board will have
oversight of the resolution.

Operationalisation of the Risk Appetite

Risk Appetite is a high-level and qualitative concept, and needs to be translated into
quantifiable and measurable thresholds to allow the business to operate within that articulated
level of risk. It also needs to be relevant and understandable for day-to-day activities across the
whole organisation.

This translation is facilitated through the Risk Matrix which defines likelihood and impact
thresholds. The combination of a likelihood rating with a consequence rating provides a risk
rating. This rating can be either inherent (without consideration for existing controls) or residual
(taking into account the controls already in place).

The Risk Matrix is the cornerstone of the risk identification and assessment processes detailed
in Section 87 of this document and supports a consistent understanding of operational risk
appetite, assessment and management across the business.

The Risk Matrix is updated by the Risk Management Function and is approved by the Executive
ChairmanrCEO for Crown Resorts and the CEOs or equivalent for the wholly owned subsidiaries.

The residual risk ratings guide the delegated responsibilities for the management and
acceptance of risk within the boundaries of the delegations schedules.

They are expressed on the Risk Map by colour, which represent escalation levels as follows:
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Source: AS/NZS ISO 31000:2018
These steps are the basis for any risk management activity at Crown and are outlined below.
(a) Scope, Context and Criteria

By establishing the context, the organisation articulates its objectives, defines the external and
internal parameters to be taken into account when managing risk, and sets the scope and risk
criteria for the remaining process.

(b) Risk Identification

This step includes identifying sources of risk, areas of impacts, events (including changes in
circumstances), causes and potential consequences. The aim of this step is to generate a
comprehensive list of risks based on those events that might create, enhance, prevent, degrade,
accelerate or delay the achievement of objectives.

(c) Risk Analysis

Risk analysis involves developing an understanding of the risk. Risk analysis provides an input
into risk evaluation and to decisions on whether risks need to be treated, and on the most
appropriate risk treatment strategies and methods. Risk analysis involves consideration of the
causes and sources of risk, their positive and negative consequences, and the likelihood that
those consequences can occur. Factors that affect consequences and likelihood are identified.
Existing controls and their effectiveness and efficiency are also taken into account.

(d) Risk Evaluation

The purpose of risk evaluation is to assist in making decisions, based on the outcomes of risk
analysis, about which risks need treatment and the priority for treatment implementation.
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It involves comparing the level of risk found during the analysis process with risk criteria
established when the context was considered. Based on this comparison, the need and
prioritisation for treatment can be considered.

(e) Risk Treatment

Risk treatment involves selecting one or more options for modifying risks, and implementing
those options. Risk treatment options are not necessarily mutually exclusive or appropriate in
all circumstances. The main treatment options are:

e Accept: deciding that the risk is acceptable in its current state of likelihood and impact.

e Avoid: deciding the risk is unacceptable for Crown and the actions or circumstances
giving rise to the risk should be ceased.

e Monitor: the level of residual risk is currently appropriate, but monitoring is required to
ensure the context or control effectiveness does not change.

e Optimise: taking actions to increase the likelihood and/or the consequence of an
opportunity or improve the efficiency of the control framework in place for the risk.

e Reduce: taking action by changing the control environment to reduce the likelihood
and/or the consequence of the risk materialising.

e Transfer: This involves transfer of risk at a cost to a third party. For Crown, this transfer
occurs primarily through insurance policies.

(f) Communication and Consultation

Communication and consultation with external and internal stakeholders takes place during all
stages of the risk management process. Effective external and internal communication and
consultation ensures that those accountable for implementing the risk management process
and stakeholders understand the basis on which decisions are made, and the reasons why
particular actions are required.

(g) Monitoring and Review
Crown’s monitoring and review processes are carried out for the purposes of:

e informing Crown’s understanding of its operational risk profile relative to the Board'’s
Risk Appetite;

e ensuring that appropriate controls are established, effective and are efficient in both
design and operation;

e monitoring the progress in implementing risk treatment or remediation plans;

e detecting changes in the external and internal context, including changes to risk criteria
and the risk itself which can require revision of risk treatments and priorities; and

e identifying emerging risks.
(h) Recording and reporting

This part of the process is about ensuring that both the risk management process as well as the
outcomes are documented and reported to the right levels of the organisation that will ensure
risk-based decisions are made in line with appetite.
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72-8.2. Risk ldentification

Crown’s strategy for identifying, analysing and evaluating its risks consists of two key processes,
which include:

e a “top-down” risk assessment process that is embedded into the ongoing engagement
process with the Board.

This process focuses on risks arising from the strategic objectives and the
environmental uncertainties arising from the context of the organisation (i.e. economic
and operating environment); and.

e a “bottom-up” risk assessment process that originates at each business unit and is
aggregated up into Executive and finally a Corporate Risk Profile.

The bottom-up approach focuses on the short term strategic and operational risks of
Crown. These risks are identified via an annual risk profiling mechanism that requires
each business unit to review and update its risk profile.

The outcomes of the top-down and bottom-up processes are analysed and reconciled by the
Risk Management Function to ensure alignment, identify gaps and seek appropriate
management action to rectify any identified gaps.

Together, these processes serve to identify the material risks of the organisation and inform the
CEO, Executives and the Board’s view of the aggregated risk profile of Crown. They also assist to
ensure that appropriate management strategies are implemented to manage that risk profile
within risk appetite and inform the ongoing review and enhancement of the risk management
framework.

The Risk Management Function is responsible for co-ordinating and facilitating the completion
of these processes, preparing the aggregated Corporate Risk Profile and reporting the outcomes
to the RMC.

Formal reviews are facilitated on an annual basis by the Risk Management Function. Each
Executive is required to review and approve their business unit and aggregated Executive level
risk profiles. The aggregated Corporate Risk Profile is reviewed and approved by the CEO and
reported to the RMC at least annually.

These risk profiles form the basis for the development of the Internal Audit Plan. This ensures
that the assurance processes in place through the third line of defence are aligned to the
material risks of the organisation and assess the effectiveness of the internal control
environment established to manage each risk.

Material findings from audit reviews are reviewed by the Risk Management Function to re-
evaluate risk ratings and processes for each risk. This process assists in the ongoing review and
enhancement of the Risk Management Framework.

#3-8.3. Monitoring and Reporting

The Risk Management Function is primarily responsible for monitoring compliance with the
Board’s articulated Risk Appetites and risk tolerances and escalating material risk issues to the
Board.

The reporting and monitoring processes of the Risk Management Function do not negate the
responsibility of the CEOs, Executives and Senior Management to monitor and report risk
matters in a manner consistent with Board expectations. The Executives and Senior
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Management are responsible for reporting to the Risk Management Function and CEO material
actual or potential risk matters in an open, transparent and honest manner.

The monitoring of risks against the Board’s defined risk tolerances is performed by the Risk
Management Function on an ongoing basis and is reported to the RMC at each meeting. In
addition, the Risk Management Function will monitor key performance and risk indicators that
provide insight into the different risk categories, and inform risk-taking activities for
management.

89. Review

The RMS will be reviewed annually by the GGM — R&A and any changes proposed will be
recommended to the RMC for consideration and the Board for approval.

In addition to the internal review process, Crown will ensure that its RMS and Risk Management
Framework is subject, at least every three years, to an external review. The results of these
reviews will be reported to the RMC.

Crown Resorts Limited

May-2019 June 2020
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Crown Melbourne
Agenda Item 6.1: Compliance & Regulatory Update
January 2020 - May 2020

Compliance Framework Status
All intended business units have now been integrated to the business wide compliance
framework. In line with the objective of continuous improvement, consideration will be

given to incorporating further sub-departments, as may be required from time to time.

All existing departments have prepared and are completing monthly compliance surveys
and reporting into the Compliance Committee.

The FY20 Annual Compliance Plans for each business unit have been drafted, settled and
signed off, with the exception of AML.

A planned review of the Requirements Register has been postponed due to the ongoing
closure resulting from COVID-19.

An external review of the Compliance Framework will be commissioned during the next 18
months.

Material and other relevant matters from the Monthly Compliance meetings are reported
on in Section 2 below.
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4. Serious Security & Surveillance Matters

CRW.008.032.4525

Note: In relation to the period post casino closure (from 23 March to May 2020), Security and Surveillance operations continue. No significant matters have been
identified during the period of closure to date.

Date Background: Details of Serious Incident Comments: Including follow-up action, potential for media
Reported interest, litigation, etc.
1. 09/01/2020 SELF HARM INCIDENT Security Officers attempted to communicate with the male before he

Security Officers witnessed a male scale and then jump off the Eastern
ledge of the King's Way Bridge. The patron was found by Security in an
unconscious state at the river bank under the bridge, but was breathing
normally and later regained consciousness. The male was conveyed to
hospital by ambulance, with a possible leg injury and minor facial
bleeding.

jumped, however he did not respond. Victoria Police and Ambulance
Victoria were also contacted immediately in relation to the possible
self-harm attempt.

Police arrived after the male was found on the riverbank, and took over
the incident, with the Crown First Aid officer in support. Paramedics
arrived shortly after and transferred the male to the ambulance with
the use of ladders. Melbourne Fire Brigade also attended at the request
of AV, but were not required.

Security crowd control was in place around King's Way and the Baci
Riverside area. Access to the King's Way entry ramp was restricted to
Emergency Services only. Patrons at Pit 12 Smoking Balcony were also
moved out of the area overlooking the scene.

There was no media attention or disruption to business operations
relating to this incident.
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2. 26/01/2020 SERIOUS ASSAULT - GLASSING Security Officers attended in response to a duress alarm that was
activated by staff at the time of the incident. Both patrons were
observed to have sustained cuts, and there was also broken glass on the
floor, and blood on several EGM chairs in the vicinity. Crown First Aid
Officers attended and provided treatment to both injured patrons. An
ambulance was not requested/deemed necessary.

A patron is alleged to have struck another patron in his head with a
drinking glass in the Mahogany Room, following a dispute which
escalated to a physical altercation, in relation to the use of an EGM.

Victoria Police also attended, and the alleged offender was
subsequently arrested and taken into Police custody concerning
another unrelated matter.

Neither of the males wished to press charges in relation to this incident,
but both males have been issued with a Withdrawal of Licence by
Crown.

There was no media attention or disruption to business operations
relating to this incident.

3. 15/02/2020 ATTEMPTED STAFF ROBBERIES One of the incidents was reported to Police and Security immediately
after it occurred. The other incident was reported afterwards and
passed on to Security and Surveillance for further investigation, at
which time it was confirmed to have related to the same alleged
offender.

Two Food and Beverage staff members were approached by a male on
Whiteman Street, who is alleged to have attempted to rob them, in two
incidents that occurred shortly after each other.

The male was observed on Whiteman Street on the following day, and
was subsequently arrested by Police and taken off-site. He has also
been issued a WOL by Crown.

There was no media attention relating to this incident.
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4. 28/02/2020 ELECTRICAL FIRE The MFB were contacted, and Security and Maintenance personnel
attended the location to investigate what had occurred. Man Tong and
San Antone staff were subsequently evacuated and the immediate retail
area was cordoned off, including Level 3.

Security observed sparks and smoke coming from Man Tong Kitchen
Restaurant, later found to have been caused by an electrical fire.

The MFB confirmed there had been an electrical fire, resulting in smoke
travelling up to Palms through the walls. Alarms had also activated in
the Palms area, resulting in the evacuation tone being sounded, and a
second (automatic) call out to the MFB occurring.

The MFB gave an all clear for Man Tong approximately 1 1/2 hours after
the smoke was first sighted by Security, at which time staff were
allowed to re-enter their venues. Level 3 remained closed to the public
for a further 2 hours, due to the presence of residual smoke, after which
staff and the public were allowed to re-enter. Man Tong remained
closed to the public for the lunch period for cleaning. Access to Village
Cinemas was also restricted for a short period during the incident.

There was no media attention relating to this incident.
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Regulatory Matters
Coronavirus (COVID-19)

On 16 March 2020, Stuart McCleland (Manager, VCGLR Onsite Inspectorate) and Adam
Ockwell (VCGLR Director Compliance), advised Crown that their Inspectors will be
entering the Crown building via Whiteman Street and until further notice, will be largely
remaining in their office for the duration their shift, as a result of the COVID-19
pandemic. Michelle Fielding advised Crown Departments to continue to phone the
Inspectors with any matters that would usually be reported (e.g. breach of Exclusion
Order etc.), although the Inspectors will be unlikely to attend. The Inspectors largely left
site from early April 2020.

Crown will be engaging with the VCGLR at the appropriate time to discuss the casino re-
commissioning program.

ASX/Media Release — COVID - 19

On 23 March 2020, Crown Resorts released an ASX/Media response to COVID-19,
following changes to Crown’s business operations:

‘Following statements issued by the Commonwealth and relevant State Governments in
relation to the closure of all non-essential businesses, the Crown Melbourne and Crown
Perth entertainment complexes have ceased the following operations:
e Gaming activities; and
e food & Beverage, banqueting and conference facilities other than the provision of
takeaway meals or meal delivery services (where determined).

Hotel accommodation will continue to be provided in a reduced capacity.
Crown Aspinalls in the United Kingdom has also ceased operations.’

As at 15 May 2020, Crown Melbourne remains closed for business (with the exception of
minor take-away food initiatives and some hotel accommodation activity).

Bad Debt Write-Off

In October 2019, the VCGLR wrote to Crown querying its tax treatment of bad debt write-
offs, for which Crown had not sought the VCGLR’s prior approval. Crown noted that the
debts were not written off for regulatory purposes, as it retained the right to recover the
debts should the patrons return, Crown also provided examples of debts that had been
recovered since the write-offs on 30 June 2019. Crown answered a series of questions
regarding the technical veracity of Crown’s tax treatment and whether advice had been
sought as to Crown’s tax treatment. Crown quoted relevant sections of the GST Act and
noted its communication with its advisors and the ATO.

On 3 March 2020, the VCGLR wrote to Crown noting:
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... | wish to advise that the VCGLR has concluded its assessment and does not object to
Crown’s approach that a debt can be written-off for the purposes of s 126-20(2) of the
GST Act but not “discharged” for the purposes of s 68(2)(e) of the Casino Control Act
1991.

The VCGLR will further refine its audit processes in relation to monitoring debts written
off and discharged to inform the gaming tax settlement process, and may require further
information from Crown to inform this process.

To be removed from future reports.
Mercury Wheel

As reported previously, an issue was identified with a certain type of Roulette wheel in
operation on the gaming floor. Approximately 13 years ago, the manufacturer of the
Roulette wheel delivered a version of the product that was different to the version
approved by the Regulator and the ordered by Crown. The difference was not visible to
the eye and Crown was not aware of being supplied different wheels until recently.

The difference between the approved version and the version delivered was the inclusion
of an additional in-rim sensor, which is not classified as regulated equipment and does
not require individual approval, it further does not affect the integrity of the game.

The 56 affected Roulette wheels have been removed from the floor (the wheels were in
the process of being removed for upgrade reasons), and additional verification steps are
now undertaken for all equipment. The Regulator is aware of the version issues, which
has lead to a regulatory review of the versions of the Roulette wheels.

As at 15 May 2020, Crown continues to respond to queries on the matter from the
VCGLR.

ABA

The Australian Banking Association published a consultation paper for the use of credit
cards for gambling transactions, calling for submissions by 31 March 2020 on how the
banking industry can assist in minimising gambling harm. Credit cards are not permitted
to be used for gambling in casinos.

After consultation it was determined that Crown’s bankers have separate merchant
codes applied to the different elements of Crown’s business and accordingly, there was
very little risk of unintended consequences. Crown elected not to make a submission.

To be removed from future reports.

Technical Requirements — Gaming Machines

Crown Melbourne is currently engaged with the VCGLR on its proposed draft of the
Technical Requirements Document for Gaming Machines, which has the potential to also
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capture Electronic Table Games. Crown Melbourne has also received a draft ‘Baseline’
document from the VCGLR, which seeks to amend the gaming and related systems that
Crown requires approval for. As at 15 May 2020, Crown and the VCGLR are close to
settling the content of these documents.

Section 25 Review

The VCGLR’s Section 25 Report contains 20 Recommendations, which Crown has
accepted and is currently working through internally and is engaging with the VCGLR on.
To date, 17 of the 20 Recommendations have been responded to by Crown
(Recommendation 8 is in two parts, the first of which fell due and was responded to as
required, the second part is due 1 January 2021). The other two remaining
Recommendations are 9 and 20. Attached at Agenda Item 6.2 is a table detailing the
status of Crown’s progress and commentary on the Recommendations.

Melco/ASX

On 8 August 2019, Crown Resorts issued an ASX Media Release advising that the NSW
Independent Liquor and Gaming Authority (ILGA) will be conducting an inquiry under
section 143 of the Casino Control Act 1992 (NSW) into the sale of Crown shares to Melco.
The investigation (which will include a broader range of matters) commenced on 21
January 2020.

On 7 February 2020, Crown Resorts released to the market that it had been informed by
CPH that CPH Crown Holdings Pty Limited and Melco Resorts have entered into a deed to
terminate the obligations under the Share Sale Agreement regarding completion of the
sale of the second tranche of Crown shares to Melco.

On 3 April 2020, ILGA announced that most of the work of the Casino Inquiry will be
deferred in the current context of the COVID-19 epidemic, until it is considered safe and
practicable for all public aspects of the work to resume.

On 29 April 2020, Crown Resorts released to the market that it had been informed that
an entity owned by funds managed or advised by The Blackstone Group Inc. and its
affiliates has purchased 67,675,000 shares in Crown, representing 9.99% of the issued
capital of Crown, from Melco Resorts & Entertainment Limited.

Preparation work continues on the Inquiry by Crown, MinterEllison and Counsel.

Further updates will be provided upon the recommencement of the Inquiry.

China Matter

As previously reported, the VCGLR has reopened its investigation as a result of the
allegations aired by Nine/Fairfax and requested contact details from Crown of its former

China staff, together with the details of the confidentiality arrangements Crown has with
the former China staff, which Crown has now provided. Crown and MinterEllison
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There has been no further updates/progress since the last report.
EGM Continuous Play

On 27 September 2018, the VCGLR served Crown with a Notice pursuant to s 26 of the
Casino Control Act 1991 (Vic) to answer questions and provide data concerning EGM
C8308, which the VCGLR allege was identified by Government Inspectors as operating in
‘Unrestricted Mode’, without YourPlay functionality activated. Crown investigated the
machine with its Approved Testing Facility (ATF) (BMM) and the machine’s manufacturer
(IGT). It was identified that the machine was not operating in unrestricted mode,
however, it had a wiring fault, which meant that when a particular button was held
down, it performed as if continuous play was in operation. It should be noted that s
62AB of the Casino Control Act 1991 (Vic) provides:

(2) A casino operator must not allow a game to be played on a gaming machine
unless each spin can be initiated only by a distinct and separate activation of the machine
by the player (whether by pushing a play button, touching the screen or otherwise).

Crown responded to the Notice, advising that it was as a result of a machine hardware
fault and also provided a copy of the manufacturer’s report into the machine.

On 20 December 2018, the VCGLR (on-site Inspectorate) wrote to Crown requesting
clarification on several matters relating to this incident and an explanation as to why
Crown breached s 62AB(2) of the Casino Control Act 1991 (Vic) [a casino operator must
not allow a game to be played on a gaming machine unless each spin can be initiated
only by a distinct and separate activation of the machine by the player]. On 8 January
2019, Crown responded to the letter dated 20 December 2018, reinforcing its position as
documented in Crown’s initial response dated 11 October 2018. No reply has yet been
received from the VCGLR.

As a consequence of this matter; on 19 November 2018 the VCGLR (Director,
Compliance) wrote to Crown advising that they are continuing to investigate the
circumstances relating to the malfunction of EGM C8308. In this letter, the VCGLR sought
further information from Crown as to whether regulation 18(6) of the Gambling
Regulation (Pre-commitment and Loyalty Scheme) Regulations 2014 have been complied
with. On 18 December 2018, Crown responded asserting that no breach of Reg. 18(6)
had occurred and attaching the VCGLR’s approval of the current operating format. No
response has yet been received from the VCGLR.

As a result of this issue, various audits and reviews of similar machines have been
undertaken.

There has been no further updates/progress since the last report.
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Allegations

As a result of the various allegations raised by Nine/Fairfax/Wilkie, there are a number of
regulatory actions taking place including an inquiry by ILGA (as referred to above), an
investigation by ACLEI, a re-examination of the junket business at Crown Melbourne by
the VCGLR, a VCGLR inspectorate audit of junkets and premium player programs in
accordance with the internal controls, and an AUSTRAC assessment focussed on high risk
patrons and politically exposed persons (although not referenced as specific to the
allegations, it is not unrelated). These matters remain on foot.
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The Applicant and Crown have provided their evidence on quantum upon which they
intend to rely at the trial. An expert witness conclave as ordered by the Court will be
held between late May and early June 2020 whereby both parties expert witnesses are
required to confer and try to narrow the areas of dispute and provide a joint report to
the trial judge.

The trial is now listed for 6 weeks commencing on 9 November 2020. A further
mediation is to be held by 31 July 2020 or as agreed between the parties..

Material/key project work carried out during the shut-down period.

During the shutdown work was undertaken on the human resources response (for
Melbourne and Perth) regarding stand down of employees, reduction of employee
hours and Jobkeeper and employee communications.

Work included legal advice, drafting of templates, providing advice on the impact of
Jobkeeper, and analysis of lists of casual employees to ascertain whether they were
“eligible employees” under the Jobkeeper scheme. This work continues to be ongoing
and templates are also being drafted in anticipation of return from stand down for
certain categories of employees (both Salaried and Enterprise Agreement covered
employees).

Debtors

The Credit Committee meets on a regular basis to assess outstanding debts and manage the
recovery process. The accompanying schedule (Annexure A) details the outstanding debts
exceeding AU$100,000, which are in litigation and briefly comments on the current status of
collection.

Subject to Legal Professional Privilege
Page 3 of 4
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Crown Melbourne Limited
Agenda Item 8: AML/CTF Update
May 2020

ACTIVITIES DURING COVID-19 CASINO CLOSURE

With the closure of Crown Melbourne, the vast majority of AUSTRAC reporting ceased due
to no gaming and gaming related activity, noting that the AML Team continues to monitor
any activity in order to report and comply with our AML/CTF legislative obligations.

The AML Team has continued during the period of closure to progress a number of key
projects related to the Joint AML/CTF Program, various enhanced initiatives to support the
AML framework and engagement with AUSTRC on its industry wide Junket Risk Assessment.

AUSTRAC
(a) AUSTRAC Compliance Assessments

As previously noted, AUSTRAC commenced its AML/CTF Program Compliance Assessment in
September 2019 on Crown Melbourne in the form of a s167 Notice which focused on
Politically Exposed Persons and High Risk Customers active during FY16 and FY19. Crown
Melbourne responded to the Notice on 19 October 2019, receiving a follow up Notice on 30
October 2019, with Crown’s response completed on 12 December 2019.

In late March 2020, AUSTRAC advised of its intention to conduct an onsite visit as a follow up
to the 2019 Compliance Assessment. Dates were agreed and accepted by the Crown AML
Team, however AUSTRAC then advised that due to COVID-19 the visit would have to be
postponed indefinitely.

AUSTRAC enquired as to whether the Crown AML Team would be available remotely to
answer questions or further assist the AUSTRAC Assessment team in the interim period to
which this undertaking was given. Crown confirmed that the AML Team would continue to
be available remotely.

Further, as previously noted, AUSTRAC has advised that the Perth Compliance Assessment
has been postponed until 2020. Crown has yet to receive any further information as to the
timing of this Assessment.

(b) Section 167 Notices — Risk Assessment of Junkets

As previously noted, Crown Melbourne and Crown Perth has been working with AUSTRAC
regarding its industry wide Risk Assessment of Junkets providing a range of information and

meeting with AUSTRAC to discuss Junkets generally and specifically with respect to Crown.

On 6 April 2020, Anna Lewkowicz, Director of Risk Assessments at AUSTRAC provided the
Draft Risk Assessment for review and comment by the relevant stakeholders.

Crown prepared a response which was considered and endorsed by the Crown Resorts
Limited Risk Management Committee and submitted to AUSTRAC on 13 May 2020.

120



CRW.008.032.4558

AUSTRAC Reporting and Program Matters
(a) Joint Program and AML/CTF Framework

As previously reported, operational implementation of the components of the Joint
AML/CTF Program will be progressively implemented during 2020. The new Group GM-AML
has identified certain areas for focus and will table a detailed implementation plan, noting
any proposed changes to the plan, at the next AML/CTF Compliance Committee.

During the current shutdown of the casino, Crown has taken the opportunity to make
further enhancements to the Joint Program and AML/CTF Framework with view to have
these operational when Crown’s casinos reopen.

Subject to the progress of the implementation of the Joint AML/CTF Program, Crown was
originally planning to have an Independent Review of Part A of the Joint AML/CTF Program
conducted in mid-2020 by an international consulting/audit firm. With the current closure
of the casinos, this review will likely be delayed until the second half of 2020.

(b) IFTI Reporting and Telegraphic Transfers

The AML Team is undertaking a fresh review of Crown’s Threshold Transactions (TTR) and
International Funds Transfer Instructions (IFTI) processes, including third party transfers. A
number of control enhancements have been identified that will strengthen the existing
reporting regime and improve Crown’s ability to manage and mitigate ML/TF risk. In this
respect, as of 8 April 2020 Crown implemented a prohibition on third party payments (save
for where senior management (including approval from the AML Team) approval is
obtained).

(c) Training

Crown Melbourne’s compliance rates for the AML Risk Awareness Module currently sit at
89.8%, a drop of approximately 5% since the last meeting. This drop is likely attributed to
the casino shutdowns with a significant number of employees currently stood down and
unable to complete their training.

When Crown re-opens and employees return to work, follow up emails will be sent to the
relevant department managers of the employees who have not completed their on-line
courses for actioning.

The AML Team is currently reviewing the online training module with the Learning and
Development Team and external training consultant PTA. The AML Team is hoping to
complete the updated module in time for when Crown reopens. The AML Team will also
look to use the new functionality within the Crown Learn platform to develop targeted
periodic refresher training and specific targeted training for employees in high ML/TF risk
roles.

The AML Team has not provided any targeted training during the period since the last
meeting.
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(b) AML Sentinel Project

The AML Team is continuing to work with IT to develop AML Sentinel. Since the last meeting
the Sentinel Team have developed a Risk Metrics Dashboard to capture:

e Threshold transactions broken down by customer segment and value;

e Melbourne SMRs by customer segment;

e Third party transactions; and

e Certain transactions by customers from heightened ML/TF risk jurisdictions.

The Sentinel and AML Teams will continue to test the Risk Metrics Dashboard when
customers return, and data is ingested into the system.

The Sentinel and AML Teams have also started discovery and development work on some
additional rules that combine multiple factors to create a notification to be investigated by
the AML Team.

Live testing of AML Sentinel, alongside our existing Transaction Monitoring Program system
(being largely a manual system) will continue when customers return to Crown, and data is
ingested into Sentinel, to further refine the triggers for automated reports and create new
appropriate triggers. When Crown becomes satisfied with the triggers, and the performance
of the automation functionality, we will look to phase out the manual review of reports.

(c) Crown Program Play

Following the Crown Program Play (CPP) unification that occurred in November 2019, issues
arose in relation to ID syncing between CC2 and SYCO which had a potential impact to the
integrity of data being uploaded to AUSTRAC. IT worked with the relevant business units to
fix issues as they arose and are also working on permanent fixes.

Once the integration issues are fixed, the AML Team expects that in the long term, the CPP
unification will improve data quality and integrity.

(d) CURA — AML/CTF Customer Risk Register

The Melbourne element of CURA for AML is now operational, and the AML Team and IT
department are working together to further develop CURA so that more information can be
captured in the database, such as Unusual Activity Reports, ECDD materials and Law
Enforcement Requests.

Further, Crown will continue investigating the integration of the CURA Customer Risk
Register with Crown’s source system Crown Connect allowing automated updates on KYC,
replacing the existing manual process. This model will also be used for Crown Sydney in due

course.

The Group GM — AML is also reviewing the current risk rating methodology.
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(e) eKYC Project

The AML Team is currently working with the Sydney project team on the digital onboarding
journey in advance of Crown Sydney opening. Whilst as part of this process, Crown will
collect KYC information via the digital process and utilise DVS checks to confirm Australian
and New Zealand identification documents as genuine, Crown will still rely on the face to
face verification of identification documents.

(f) Bankruptcy Screening

An agreement was signed with Equifax on 24 September 2019 to screen certain segments of
Crown’s customer database for bankruptcy.

The results from the first tranche of searches have all been actioned in accordance with
Crown’s Bankruptcy Policy since the last meeting.

Crown still has capacity under the original budget to conduct further Bankruptcy screening,
however due the reduced capacity of the AML and Compliance teams during the casino
shutdowns and the potential change in the circumstances of customers during this time, the
next round of bankruptcy screening has been delayed.

Customer Due Diligence
Dow Jones Risk and Compliance Screening

Another issue that has arisen in relation to the CPP unification (and related merge project)
was in relation to Dow Jones Risk and Compliance Screening. Each customer who was
unified or merged became “active” in Crown’s system regardless of whether they had been
on site or not. This resulted in a significant number of additional customers being screened
in through Dow Jones.

Whilst the majority of the new alerts created in the Dow Jones Risk and Compliance
Screening tool are false positives, dispositioning of the alerts takes a considerable amount of
time. The majority of confirmed matches of these new alerts are for customers who have
not been active in the business for some time, some in over 10 years.

The AML Team, taking a risk-based approach, has prioritised the clearing of any potential
matches in the PEP, Sanctions and Other Exclusion List categories which has been completed
with any matches actioned.

As part of the enhancements to the AML Framework, the AML Team has developed a
detailed procedure on how Crown Entities conduct name screening and watch list filtering
using the Dow Jones Risk and Compliance tool.

New Designated Services (or new methods of delivery of existing) — Risk Assessment

A number of Gaming Initiative Forms were reviewed during the period, none of which
required an update to the ML/TF Risk Register.
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Employee Due Diligence

There have been no issues raised to the AML Team in relation to Employee Due Diligence
issues.

ANZ Relationship update

As noted at the previous meeting, ANZ are requesting Crown to provide the identity details
of junket operators and high value customers transacting through junket operators. ANZ are
also requesting Crown provide underlying details of junket customers as part of a junket.
ANZ has stated they request this information from other remittance providers and
correspondent banks that use the ANZ to facilitate payments. ANZ have cited the recent
issues Westpac have had and want to work with Crown in a transparent manner so they can
meet their own enhanced due diligence requirements in relation to IFTls.

There are a number of privacy issues Crown will need to work through prior to providing this
information to ANZ. In the short term, Crown could request customers to include their full
name along with their SYCO number when transferring money into Crown, enabling ANZ to
conduct their own due diligence on the origin of funds being transferring through their bank.
Travis Costin is leading this project and discussions with ANZ are ongoing.

Countries

During the period no new countries have been added to the following lists:

e Department of Foreign Affairs (DFAT) — Australia’s Implementation of UN Security

Council sanctions (https://dfat.gov.au/international-
relations/security/sanctions/pages/sanctions.aspx);

e DFAT — Autonomous Sanctions; or

e FATF — High-Risk Jurisdictions subject to a Call for Action (http://www.fatf-
gafi.org/publications/high-risk-and-other-monitored-jurisdictions/.

Compliance Breaches
AML/CTF Program compliance breaches are reported:

e on the monthly Legal Compliance Certificates to the Crown Melbourne Compliance
Committee by the AML Team and by each individual Business Unit (as applicable); and

e directly to the Group General Manager — AML, which is then escalated to the AML/CTF
Compliance Officer.

There were no compliance breaches during the reporting period 1 January to 23 March
2020.
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ANNEXURE A — CROWNSAFE SCORECARD
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CROWN RESORTS

Health, Safety & Wellbeing ScoreCard

FOR THE MONTH ENDING
31 March 2020
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CROWN RESORTS
Executive Summary
31 March 2020
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Crown Resorts
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Crown Melbourne
Agenda Item 10.1: Responsible Gaming Update
January 2020 - May 2020

Casino Closure — Impact on RG and Re-Opening Activities

The Responsible Gaming Department at Crown Melbourne (Crown) ceased customer facing
operations upon the casino closure due to the COVID-19 pandemic, on 23 March 2020.

During the period of closure:

>

The Responsible Gaming 1800 number diverts to the mobile, where the caller is greeted
as follows:

The Responsible Gaming Centre is currently closed. If you require assistance or information in
relation to concerns with your gambling, please call Gambler’s Help on 1800 858 858. For
inquiries in relation to the Crown Melbourne Responsible Gaming Centre, please

email rgc@crownmelbourne.com.au For all other inquiries, please call 03 9292 8888. Please
do not leave a voicemail as this will not be monitored. Thank you

The Responsible Gaming Centre (RGC) email and website were amended with the
following now on the Responsible Gaming landing page:

The Responsible Gaming Centre is currently closed. If you require assistance or information in
relation to concerns with your gambling, please call 1800 858 858

or www.gamblinghelponline.org.au/services-in-your-state/victoria For inquiries in relation to
the Crown Melbourne Responsible Gaming Centre, please

email rgc@crownmelbourne.com.au

The RGC email is being monitored by the Group General Manager Responsible Gaming,
and queries and requests are responded to;

Applications for the revocation of self exclusion are being responded to. The follow up
with revocation report writers is conducted by the Responsible Gaming Psychologists as
time allows, and applicants are advised that the process will not be complete until the
casino re-opens;

Any Applications for Self Exclusions in this period are being treated as a remote
application and relevant information is provided;

Gambler’s Help is operating in this period;

Self Exclusions that have an elected end date in the closure period are still subject to a
revocation process;

The Responsible Gaming Team currently working is assessing what, if any, special measures or
contact need be undertaken when gaming resumes.

The Responsible Gaming Strategy document will be reviewed and updated in light of the
Responsible Gaming Advisory Panel report and recommendations (as mentioned below), as
well as other identified areas.
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Upon re-opening, measures to be taken into account include (but are not limited to and will
be subject to the final approved version of Crown’s Social Distancing and Hygiene policies) the
following:

Employees:
> Training in the form of re-training on systems and any compliance training
> Equipment testing

> Personal Protective Equipment (PPE) measures that will be required and/or are desired
by employees; temperature checks

> Hygiene measures when working in the RGC and on the casino gaming floor
> Increased cleaning of the RGC back of house

> Contacting customers who are in the process of revoking their self exclusion and any
other outstanding matters

> Regulator reporting and audits as required

> Stakeholder contact

Customers:

> PPE measures that will be required or are desired by customers
> Social Distancing measures, identifying capacity in the RGC

> Facial recognition Technology and face masks, signage outside the RGC to remove for
employees to identify before access is granted (if required)

Initiatives and Activities

Section 25 Review Recommendations

Crown has to date responded to ten of the 11 Responsible Gaming Recommendations (which
includes Recommendation 12 in relation to Facial Recognition Technology) made by the
Victorian Commission for Gambling and Liquor Regulation (VCGLR) in the Sixth Review of the

Casino Operator and Licence (June 2018) within the due dates set by the VCGLR.

During the reporting period, Crown responded to additional enquiries from the VCGLR as
follows:

> Recommendation 6, relating to Responsible Gaming Advisor rosters, hours of work and
duties, and Responsible Gaming training for casino staff; and

Page 2 of 5
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> Recommendations 7 and 8, relating to observable signs and related data, Crown Model
frequency of reports and analysis thereof, including time spent on analysis.

On 5 May 2020, Crown received communication from the Chair of the VCGLR, noting that ‘in
implementing recommendation 6, Crown has reviewed its allocation of staffing resources to
increase the number of work hours actually available to responsible gambling and intervention
with patron. In noting this, however, the Commission expects that Crown continue to assess
and make improvements to its responsible gambling practices.” Management will continue to
monitor this matter and will take into account advices it receives from the Responsible
Gaming Advisory Panel (Panel) (referred to below).

No response has been received with respect to Recommendations 7 and 8 as at the date of
this report.

The remaining responsible gaming related recommendation (Recommendation 9) requires
Crown to arrange, at its expense, for an independent assessment of the real-time player data
analytics tool for carded play, to be completed 12 months after implementation of the tool.
Steps have been taken to source the provider (to be approved by the VCGLR) for the
assessment. This recommendation will fall due on 1 January 2021. Crown will assess whether
it will apply to seek and extension for this Recommendation due to the casino closure.

Responsible Gaming Advisory Panel

The Panel, comprised of Prof. Alex Blaszczynski, Prof. Lia Nower and Prof. Paul Delfabbro, has
been requested to complete a review of the Crown Resorts Responsible Gaming Framework
and Strategy in line with Crown’s Responsible Gaming (RG) vision. Management continues to
work with the Panel on this project with outcomes to be considered and tabled with the
Crown Resorts Responsible Gaming Committee in due course.

Responsible Gaming Alignment — VIP Entry

A process review in relation to VIP entry for customers who have previously self excluded and
have since successfully completed the revocation process has been undertaken. This involved
discussion and consultation with the business and a member of the Panel. Currently Crown
Perth has a 12-month period prior to access and re-entry/eligibility to access premium
member rooms following successful revocation, whilst Crown Melbourne has operated with a
three-month period. As a result of the advices received, Crown has adjusted its conditions
with the VIP entry/eligibility period for both properties adjusted to six months. This includes
Program Play eligibility. An evaluation of this adjustment will also be undertaken to assess the
results and/or impact.

The evaluation will be comprised of three components:
1. Review of the customer’s history and behaviour;

2. Discussion between Responsible Gaming and VIP staff on general information and
feedback about their customer; and
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3. Three month follow up meeting with a Responsible Gaming Advisor following approval
(sample group to be determined).

Responsible Gaming Operations Manager - resignation

The Crown Melbourne Responsible Gaming Operations Manager, Leon Pillai, resigned,
effective at end of January 2020, following 20 years of service at Crown Melbourne, of which
10 were in the Responsible Gaming Department. Following a review of the role and the RG
Framework and ongoing Strategy, the recruitment will be for a General Manager Responsible
Gaming. This aligns with the current position at Crown Perth and will align with the position
recruited for Crown Sydney.

Stakeholder Engagement

One site visit occurred during the reporting period:

Date Support Service or other party
14 — 16 January 2020 Crown Resorts Responsible Gaming Advisory Panel visit

Responsible Gambling Ministerial Advisory Council (RGMAC)

The RGMAC Working Group ‘Codes of Conduct Improvements for non-venue operators’ was
established to examine how codes can be improved for non-venue operators. The Group
General Manager Responsible Gaming has been appointed as a member of this Working
Group. The Working Group held its first meeting on 6 March 2020. The meeting discussion
focused on the Terms of Reference, Working Group membership and workplan. The next
meeting was scheduled to be held on 6 April 2020, however, due to issues associated with
the COVID-19 pandemic, this meeting has been postponed to a date to be advised.

Regulatory updates

VCGLR — Approval of Responsible Service of Gaming (RSG) Training

The Casino Control Act 1991 (Vic) requires the VCGLR to approve RSG Training for Crown
Special Employees who perform functions in relation to gaming machines. This approval is in
place for five years, expiring February 2020 (this will not expire while an application is

submitted).

Crown’s discussions with the VCGLR and Victorian Responsible Gambling Foundation (VRGF) in
relation to the five-yearly approval of Crown’s RSG Training program have concluded.

On 9 April 2020, Crown received notice that on 26 March 2020, the VCGLR approved the RSG

training courses for Crown Special Employees in accordance with sections 58B(1)(a) and
58B(1)(b) of the Casino Control Act 1991 (Vic).
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As part of the considering the approval of the RSG training, the VCGLR determined that it
would write to the VRGF advising that it would be beneficial to undertake further research on
observable signs specific to the casino context.

The VCGLR also requested that Crown conduct an evaluation of the effectiveness of the
approved training courses, conducted by an independent third party and that the results be
provided to the Commission after conclusion of the evaluation and completed prior to the
next training course approval process.

Research and Industry Participation
Victorian Responsible Gambling Foundation

On 31 January 2020, the Minister for Gaming and Liquor Regulation, Marlene Kairouz,
announced the appointment of Tass Mousaferiadis as the new chair of the VRGF Board. Mr
Mousaferiadis succeeds the outgoing chair, Julie Ligeti. Board member Monique Conheady has
been appointed deputy chair.

On 12 February 2020, Crown representatives attended the VRGF to participate in a webinar to
discuss Crown’s Third Party Exclusion program. This was for the benefit of Gambler’s Help
counsellors and was extremely well received.

On 24 February 2020, Crown attended the VRGF Industry Forum - Land Based Gambling. The

discussions focused Gambler’s Help referrals from Industry, venue product changes and Facial
Recognition Technology.

Internal Audit Activity

Internal Audit Activity in this period and up to 23 March 2020 consisted of the typical spot
audits completed by the Gaming Audit and ongoing audits by the Responsible Gaming Team,
with no significant issues requiring follow up.
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Crown Melbourne
Agenda Item 10.2: Responsible Service of Alcohol Update
January 2020 to May 2020

Responsible Service of Alcohol (RSA)

The VCGLR continued with its regular visits and inspections of licensed outlets on and off the gaming
floor until the date of closure on 23 March 2020.

As referred to at Agenda Item 6.1 Compliance & Regulatory Update:

. The VCGLR has collected footage and statements have been requested from Crown staff in
relation to an RSA matter whilst gambling, involving 3 male patrons. The statements will be
provided shortly to the VCGLR. The VCGLR has not provided Crown with an outcome of this
matter to date.

e In March 2020 there was an alleged provision of alcohol to a minor who was in isolation in
the Crown Promenade Hotel which is covered under the main Crown Liquor Licence. The
service of alcohol to a minor is an infringeable, demerit point offence. The VCGLR requested
information concerning this. The VCGLR has not provided Crown with an outcome of this
matter to date.

There are currently 2 demerit points on the main Casino Liquor Licence, which are due to expire on 2
June 2020 if Crown does not receive any further infringements relating to a demerit point offence.
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Crown Melbourne
Agenda Item 11.1: Government Relations

Stakeholder Relations
Since the onset of COVID — 19, Crown has taken the opportunity to discuss closing
(including staff support etc) and reopening plans with a number of government

representatives as detailed below.

Victoria — Ministerial Meetings

The Hon. Daniel Andrews MP - Premier of Victoria — Helen Coonan and Ken Barton
Discussion based around staff support, reopening plans and training.
The Hon. Tim Pallas MP — Treasurer of Victoria — Ken Barton and Chris Reilly

Discussion around Gaming Tax Guarantee, Payroll Tax, Poker Tax and Commonwealth
GST court case.

The Hon. Marlene Kairouz MP — Minister for Gaming — Andrew Demetriou and Ken
Barton

Discussion around reopening plans and support from the Victorian Government.

The Hon. Martin Pakula MP — Minister for Tourism — Andrew Demetriou and Ken
Barton

Discussion around Working for Victoria, Betfair and tourism recovery.

Louise Staley — Shadow Treasurer, Steph Ryan — Shadow Gaming Minister, David
Hodgett — Shadow Tourism Minister — Andrew Demetriou and Ken Barton

Discussion around reopening plans.

New South Wales — Ministerial Meetings

The Hon. Dominic Perrottet — Treasurer of NSW (note the Treasurer was also taking the
meeting on behalf of the NSW Premier) — Helen Coonan and Ken Barton

Discussion around plans for Crown Sydney.

The Hon. Victor Dominello — Minister for Customer Service — Helen Coonan and Ken
Barton

Discussion around plans for Crown Sydney.

Commercial in Confidence
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Commonwealth — Ministerial Meetings

The Hon. Michael McCormack — Deputy Prime Minister of Australia — Helen Coonan and
Ken Barton

Discussions around plans for Crown Sydney and economic to rural and regional Australia

Commercial in Confidence
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